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Open Change Orders
	Open Change Orders

	Chg Order #
	Orig. / Date
	Description
	Priority
	Category
	Proposed Resolution
	Level of Effort

	
	
	
	
	
	
	NPAC
	SOA LSMS
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Accepted Change Orders
	Accepted Change Orders

	Chg Order #
	Orig. / Date
	Description
	Priority
	Category
	Proposed Resolution
	Level of Effort

	
	
	
	
	
	
	NPAC
	SOA LSMS

	NANC 403
	NeuStar

3/30/05
	Only allow Recovery Messages to be sent during Recovery

The current documentation does NOT specifically state that ALL recovery messages should only be sent to the NPAC during recovery (it is currently indicated for notifications and SWIM data).  This change order will clarify the documentation to include ALL data.

This will require some operational changes for Service Providers that utilize Network Data and/or Subscription Data recovery while in normal mode.
	TBD
	TBD
	Func Backward Compatible:  Yes

The proposed solution is to update the FRS, IIS and GDMO recovery description to indicate that network data and subscription data recovery requests sent during normal mode will be rejected.

No sunset policy will be implemented with this change order.


	Low
	None / None-Med

	NANC 403
(con’t)
	Proposed Resolution:

FRS, new requirements:
Req 1       All Data Recovery Only in Recovery Mode
NPAC SMS shall allow a SOA or LSMS to recover data ONLY in recovery mode.

Req 2       Recovery Restriction Tunable Parameter
NPAC SMS shall provide a Regional Recovery Restriction in Recovery Mode Only tunable parameter which is defined as an indicator on whether or not the restriction of recovery requests only is allowed while in recovery mode is supported by the NPAC SMS for a particular NPAC Region.

Req 3       Recovery Restriction Tunable Parameter Default
NPAC SMS shall default the Regional Recovery Restriction in Recovery Mode Only tunable parameter to TRUE.

Req 4       Recovery Restriction Tunable Parameter Modification
NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Regional Recovery Restriction in Recovery Mode Only tunable parameter.



IIS, section 5.2.1.9, add the following text:
All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).

IIS, section 5.3.4, change the following text:
Service Provider and Notification All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).



GDMO, lnpDownload notification, add the following text in the behavior section:
All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).

Dec 05 – moved to Accepted per LNPAWG discussion.





	NANC 417
	Syniverse 12/18/06
	Provide record count(s) for BDD Files and Delta BDD Files

Business Need:
Refer to separate document (last update Mar ’07).


	TBD
	FRS
	Func Backward Compatible:  TBD




	Low
	Low

	NANC 419
	AT&T

3/15/07
	User Prioritization of Recovery-Related Notifications

Business Need:
The existing NPAC Notification Priority process only allows a certain type of notification to have a different priority from another type.  Using this method, however, SOAs cannot distinguish between the reasons for a certain type of notification.  For example, a Status Attribute Value Change notification could indicate that all LSMSs successfully responded and a pending SV is moving to active, or it could indicate that a discrepant LSMS has just completed recovery and a partial-failure SV is moving to active.

As a result, an SP that is recovering SVs could cause the activating SOA to experience unintended delays in receiving notifications for different activities because the recovery process generates its own set of notifications.  This unintended delay could happen hours after the initial activity, when the SOA is otherwise relatively lightly loaded, causing confusion to the SOA users.


	
	
	Func Backward Compatible:  TBD

Develop a mechanism that further defines certain notifications as initiated by regular activity versus recovery activity.  With this change order the two instances would be differentiated, and an SP could indicate a different prioritization for one versus the other.

May ’07 APT:
The business need/scenario was explained during the APT meeting, with agreement from the group that the text captured the current business need.  The group also agreed to recommend acceptance of this change order by the LNPAWG.  The CMA will add additional text to this change order, then send out prior to the Jun ’07 LNPAWG con call, with a recommendation of approval from the APT.

Example of current notification:
Notification -- L-11.0 A1 SV SAVC Activates to new SP priority.
Definition -- When an INTER or INTRA SV has been created in the Local SMSs (or ‘activated‘ by the SOA) and the SV status has been set to:  Active or Partial-Failure. The notification is sent to both SOAs: Old and New. If the status has been set to Partial-Failure, this notification contains the list of Service Providers (SP) LSMSs that have failed to receive the broadcast.


	Med
	None / None

	NANC 419 (con’t)
	Proposed Resolution:
Add a new scenario to the list of notification priorities (42 listed in the FRS, Appendix C).  The new one will be specific to notifications generated as a result of recovery requests (not to be confused with notification recovery).  This will allow notifications generated where the reason is recovery to have a lower priority than the same notification generated where the reason is a SOA GUI user working real-time with a customer request.

In the example above, notification L-11.0 A1 would have a lower priority in a recovery-related SV activate scenario where one LSMS failed the initial SV activate download, but successfully recovered that SV activate download at a later time, whereas a different instance of notification L-11.0 A1 would have a higher priority in a regular SV activate scenario where all LSMSs successfully processed the SV activate download.

Jun ’07 LNPAWG con call:
The change order was accepted by the LNPAWG during the call.  Detailed requirements will begin to be developed.

Jul ’07 LNPAWG meeting:
Upon further discussion, it was agreed that instead of just one new notification that would be generated as a result of a recovery request, the type of activity (activate, modify, disconnect) should also be accounted for in the proposed solution.  The group will discuss the complexity of different types of activity, and whether this is needed and/or confusing to manage.  With this new ability to “change the order”, the issue of out-of-sequence notifications needs to be discussed as well.

The attached document describes the proposed new notifications in blue.  These will be discussed during the Sep ’07 LNPAWG meeting.



Sep ’07 LNPAWG meeting:
All participants were not available to discuss this at this time.  Discussion will carry forward into the Nov ’07 meeting.

Nov ’07 LNPAWG meeting:
After a brief discussion, it was agreed that no solid business case could be identified for keeping this at the “type of activity” level, so instead of one each for activate, modify, and disconnect, just a single recovery notification will be used for all three types.


	NANC 425
	LNPA WG

9/12/07
	Large Volume Port Transactions and SOA Throughput Using Message Efficiency (son of NANC 397)

Business Need:
Review the Sep ’07 meeting discussion in NANC 397.  Going forward, discussion of everything outside of the 25K/hr increase will be documented in this change order

Nov ’07 LNPAWG, discussion:
After some initial discussion on the various options of NANC 397 that have moved into NANC 425, the group questioned the need to continue looking into this change order when 397 will meet the performance needs.  The group agreed to let 425 go dormant for now, and will bring up in the future if necessary.

	
	
	Func Backward Compatible:  TBD


	N/A
	N/A / N/A

	NANC 431
	LNPA WG

3/12/08
	URI Fields (PoC)

Business Need:
Refer to separate document (last update Mar ’08).

	
	
	Func Backward Compatible:  Yes

Mar ’08 LNPAWG, discussion:
With the FCC lifting abeyance on NANC 400, discussion took place on the change order.  Several Service Providers requested that NANC 400 be broken up into four separate and distinct change orders, one for each URI Type.  These four will be 429, 430, 431, and 432.





	Low
	Med / Med-High (new down-stream inter-face).  After first one, next one is Low.

	NANC 432
	LNPA WG

3/12/08
	URI Fields (Presence)

Business Need:
Refer to separate document (last update Mar ’08).

	
	
	Func Backward Compatible:  Yes

Mar ’08 LNPAWG, discussion:
With the FCC lifting abeyance on NANC 400, discussion took place on the change order.  Several Service Providers requested that NANC 400 be broken up into four separate and distinct change orders, one for each URI Type.  These four will be 429, 430, 431, and 432.





	Low
	Med / Med-High (new down-stream inter-face).  After first one, next one is Low.

	NANC 437
	Telcordia

1/8/09
	Multi-Vendor NPAC SMS Solution

Business Need:
Refer to separate document.



	
	
	Func Backward Compatible:  TBD

Jan ’09 LNPAWG, discussion:
A walk-thru of the proposed solution took place.  Telcordia will be providing addition information prior to the Mar ’09 LNPAWG meeting.

Mar ’09 LNPAWG, discussion:
A walk-thru of some of the documents provided in Feb were reviewed.  Further review will take place during the Apr con call, and the May face-to-face mtgs.

May ’09 – Jul ‘10 LNPAWG, discussion:
The group has continued reviews during the monthly mtgs.

	TBD
	TBD

	NANC 447
	AT&T

11/01/11
	NPAC Support for CMIP over TCP/IPv6

Business Need:
Refer to separate document.



	
	
	Func Backward Compatible:  Yes

Nov ’11 LNPAWG, discussion:
A walk-thru of the proposed change order took place.  The group accepted the change order.

Mar ’12 LNPAWG, discussion:
The group agreed to forward the change order to the NAPM LLC, to request an SOW from Neustar.

	TBD
	TBD

	NANC 449
	Comcast

3/14/12
	Active/Active SOA Connection to NPAC – same SPID

Business Need:
Refer to separate document.
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	Func Backward Compatible:  Yes

Mar ’12 LNPAWG, discussion:
A walk-thru of the proposed solution took place.  The group accepted the change order.

May ‘12 – MayJul ‘13 LNPAWG, discussion:
The group has continued reviews during the monthly mtgs.

	TBD
	TBD / N/A

	NANC 453
	Verizon

5/08/13
	Change Definition and Disallow use of Inactive SPID

Business Need:
Refer to separate document.



	
	
	Func Backward Compatible:  Yes

Jun ’13 LNPAWG, discussion:
A walk-thru of the proposed short-term solution took place, and an action item was assigned to determine the viability of a SPID Delete when active SVs exist with that SPID as the Old SP value.

Jul ‘13 LNPAWG, discussion:
The group accepted the change order.  Both the short-term and the long-term solution will be discussed in the Sep meeting.

	TBD
	N/A / N/A

	NANC 454
	LNPA WG

5/07/13
	Remove Unused Messages from the NPAC

Business Need:
Refer to separate document.



	
	
	Func Backward Compatible:  Yes

Jul ’13 LNPAWG, discussion:
During the discussion of messaging in NANC 372, XML Interface, it was recommended that the capability for service providers to manage their own NPA-NXX Filters not be included in the XML interface because Neustar has been unable to identify any instances where service providers used that feature in the CMIP interface in production.  This item of unused messages also applies to the Operational-Info message for scheduled downtime (never used in production).

A walk-thru of the proposed solution took place, and the group accepted the change order.  Details will be added to the document and it will be discussed in the Sep meeting.

	TBD
	TBD

	NANC 457
	LNPA WG

7/09/13
	SPID Migration TN Count

Business Need:
Refer to separate document.



	
	
	Func Backward Compatible:  Yes

Jul ’13 LNPAWG, discussion:
As a follow-on to the discussion from the May ’13 meeting, the group agreed that now that we have all EDR LSMSs, it does not make sense to include pooled SVs in the count of affected SVs for a SPID Migration.  In order to change the count method, a a software modification will be required.

	TBD
	N/A / N/A
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Next Documentation Release Change Orders
	Next Documentation Release Change Orders

	Chg Order #
	Orig. / Date
	Description
	Priority
	Category
	Proposed Resolution
	Level of Effort

	
	
	
	
	
	
	NPAC
	SOA LSMS

	NANC 450
	LNPA WG

06/04/12
	Doc-Only Change Order: FRS/IIS Updates

Business Need:
Update the current documentation to be consistent and reflect current behavior.

1. IIS.  Flow B5.1.4, Subscription Version Create by Second SOA (Old Service Provider) with Authorization to Port.  Clarify subscription-status-change-cause-code field is required.  The following will be added to the bulleted list of attributes, “subscriptionStatusChangeCauseCode (set to no-value-needed)”.
2. IIS.  Flow B5.2.7, Subscription Version Modify Disconnect Pending Using M-ACTION by Service Provider SOA.  Change attributes in step 2 in picture, from SV status = sending and SV Broadcast TS – to – SV Modified TS.
3. IIS.  Part 1, section 4.9, NPAC Rules for Handling of Optional Data Fields.  In SWIM recovery section, change to the following:
Provider systems should store the fields as specified above for Activate or Modify operations in the message.
For both Activate and Modify, all attributes in the object (including supported optional data fields that are populated) will be sent to accommodate object creation in provider systems.  If no supported optional data fields are populated the Optional Field string is omitted entirely.
If a Modify removed a value from an optional field, it is included in the string with a value of nil.



	
	
	Func Backward Compatible:  Yes

Update the FRS/IIS.

	None
	None / None

	NANC 451
	Neustar

11/21/12
	Doc-Only Change Order: GDMO Updates

Business Need:
Update the current documentation to be consistent and reflect current behavior.

Audit Results Failed List
-- 11.0  LNP Audit Result Failed Service Provider List

auditResultFailed-SP-List ATTRIBUTE
   WITH ATTRIBUTE SYNTAX LNP-ASN1.Failed-SP-List;
   MATCHES FOR EQUALITY;
   BEHAVIOUR auditResultFailed-SP-ListBehavior;
   REGISTERED AS {LNP-OIDS.lnp-attribute 11};

auditResultFailed-SP-ListBehavior BEHAVIOUR
   DEFINED AS !
    This attribute is used to store, in an audit results
    notification in a log record, the list of failed service
    providers for an audit that failed due to failures on Local
    SMSs. that either don’t support audit queries or those 
    that didn’t successfully respond to the audit queries.


	Func Backward Compatible:  Yes

Update the GDMO.

	None
	None / None
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Current Development Release Change Orders
	Current Development Release Change Orders

	Chg Order #
	Orig. / Date
	Description
	Priority
	Category
	Proposed Resolution
	Level of Effort

	
	
	
	
	
	
	NPAC
	SOA LSMS

	NANC 372
	Bellsouth 11/15/02
	SOA/LSMS Interface Protocol Alternatives

Business Need:

Refer to separate document.


	
	
	Func Backward Compatible:  TBD








May ’09 – Jan ‘13 LNPAWG, discussion:
The group has continued reviews during the monthly mtgs.

Mar ’13 LNPAWG, discussion:
The group agreed to forward the change order to the NAPM LLC, to request an SOW from Neustar.

Current version of delta FRS, XIS, and XSD can be found on the NPAC website.
	High
	High / High

	NANC 455
	LNPA WG

5/08/13
	Update SP Type and SV Type for FCC VoIP Numbering Trial

Business Need:
Refer to separate document.



	
	
	Func Backward Compatible:  Yes

May ’13 LNPAWG, discussion:
With the upcoming VoIP Numbering Trial, the definition of VoIP providers as it relates to SP Type and SV Type is changing.  Agreement was reached on the change in definition.

Jul ’13 LNPAWG, discussion:
A walk-thru of the proposed changes in the GDMO and ASN.1 took place, and the group accepted the change order.  Details will be added to the document and it will be discussed in the Sep meeting.

	TBD
	TBD

	NANC 456
	LNPA WG

7/09/13
	Elimination of Five-Day First-Port Waiting Period

Business Need:
Refer to separate document.



	
	
	Func Backward Compatible:  Yes

Jul ’13 LNPAWG, discussion:
As a follow-on to the discussion from the May ’13 meeting, a parameter change will be made in the upcoming maintenance window to change the value from 5 days down to one day.  However, Number Pool Block behavior is slightly different and will require a software modification.

	TBD
	N/A / N/A
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Awaiting SOW Change Orders
	Awaiting SOW Change Orders

	Chg Order #
	Orig. / Date
	Description
	Priority
	Category
	Proposed Resolution
	Level of Effort

	
	
	
	
	
	
	NPAC
	SOA LSMS
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Approved SOW Change Orders
	Approved SOW Change Orders

	Chg Order #
	Orig. / Date
	Description
	Priority
	Category
	Proposed Resolution
	Level of Effort

	
	
	
	
	
	
	NPAC
	SOA LSMS

	NANC 372
	Bellsouth 11/15/02
	SOA/LSMS Interface Protocol Alternatives

Business Need:

Refer to separate document.


	
	
	Func Backward Compatible:  TBD








May ’09 – Jan ‘13 LNPAWG, discussion:
The group has continued reviews during the monthly mtgs.

Mar ’13 LNPAWG, discussion:
The group agreed to forward the change order to the NAPM LLC, to request an SOW from Neustar.

Current version of delta FRS, XIS, and XSD can be found on the NPAC website.
	High
	High / High

	NANC 452
	Verizon Wireless

11/20/12
	Ethernet Connectivity to the NPAC

Business Need:
Refer to separate document.






	
	
	Func Backward Compatible:  Yes

Jan ’13 LNPAWG, discussion:
A walk-thru of the proposed solution took place.  The group accepted the change order.

Mar ’13 LNPAWG, discussion:
A walk-thru of the Ethernet Private Line Connectivity powerpoint presentation took place.  The group agreed to forward the change order to the NAPM LLC, to request an SOW from Neustar.

	TBD
	TBD
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	Cancel - Pending Change Orders

	Chg Order #
	Orig. / Date
	Description
	Priority
	Category
	Proposed Resolution
	Level of Effort

	
	
	
	
	
	
	NPAC
	SOA LSMS
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Current Release Change Orders
	Current Release Change Orders

	Chg Order #
	Orig. / Date
	Description
	Priority
	Category
	Proposed Resolution
	Level of Effort

	
	
	
	
	
	
	NPAC
	SOA LSMS

	
	
	See Implemented List for details on Release 3.4.x.
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Summary of Change Orders

	Release # / Target Date
	Change Orders
	Backward Compatible

	Open
	
	

	Accepted
	NANC 403 –Only allow Recovery Messages to be sent during Recovery
NANC 417 – Provide record count(s) for BDD Files and Delta BDD Files
NANC 419 – User Prioritization of Recovery-Related Notifications
NANC 425 – Large Volume Port Trans and SOA Throughput Using Message Efficiency (son of NANC 397)
NANC 431 – URI Fields (PoC)
NANC 432 – URI Fields (Presence)
NANC 437 – Multi-Vendor NPAC SMS Solution
NANC 447 – NPAC Support for CMIP over TCP/IPv6
NANC 449 – Active/Active SOA Connection to NPAC – same SPID
NANC 453 – Change Definition and Disallow use of Inactive SPID
NANC 454 – Remove Unused Messages from the NPAC
NANC 457 – SPID Migration TN Count

	

	Next Doc Release
	NANC 450 – Doc-Only Change Order: FRS/IIS Updates
NANC 451 – Doc-Only Change Order: GDMO Updates

	

	Current Development Release
	NANC 372 – SOA/LSMS Interface Protocol Alternatives
NANC 455 – Update SP Type and SV Type for FCC VoIP Numbering Trial
NANC 456 – Elimination of Five-Day First-Port Waiting Period

	

	Awaiting SOW
	
	

	Approved SOW
	NANC 372 – SOA/LSMS Interface Protocol Alternatives
NANC 452 – Ethernet Connectivity to the NPAC

	

	Cancel-Pending
	
	

	Current Release
	See Implemented List for details on R3.4.x
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NANC 419 - SOA Notification Priority Tunables.doc
SOA Notification Priority Tunables


Many notifications are sent to both the Old Service Provider and the New Service Provider.  As indicated in the table below, some of these notifications can have different priorities based on whether the Service Provider is acting as the Old Service Provider or the New Service Provider for the port.  During the notification evaluation process this option was not given to all notifications that are sent to both the Old Service Provider and the New Service Provider for one or more reasons.  Some of those reasons were:


· volume of the particular notification was very small


· importance of the particular notification was determined to be equal whether a Service Provider was acting as the Old Service Provider or the New Service Provider for the port


		#

		Notification Name

		Priority



		

		[snip]

		



		L-11.0


A1

		Subscription Version Status Attribute Value Change Notification – Activates – To the New Service Provider – Normal Processing

When an INTER or INTRA SV has been created in the Local SMSs (or ‘activated‘ by the SOA) and the SV status has been set to:  Active or Partial-Failure. The notification is sent to both SOAs: Old and New. If the status has been set to Partial-Failure, this notification contains the list of Service Providers (SP) LSMSs that have failed to receive the broadcast. 


Note:  See L-11.0 E for Deletes and L-11.0 F for Modify Actives

		MEDIUM



		L-11.0


tbd1

		Subscription Version Status Attribute Value Change Notification – Activates – To the New Service Provider – Recovery Processing


Same type of notification as L-11.0 A1, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.


Note:  See L-11.0 tbd2 for Deletes and L-11.0 tbd3 for Modify Actives

		MEDIUM



		L-11.0


A1.5

		Subscription Version Status Attribute Value Change Notification – Activates – To the Old Service Provider – Normal Processing

When an INTER or INTRA SV has been created in the Local SMSs (or ‘activated‘ by the SOA) and the SV status has been set to:  Active or Partial-Failure. The notification is sent to both SOAs: Old and New. If the status has been set to Partial-Failure, this notification contains the list of Service Providers (SP) LSMSs that have failed to receive the broadcast. 


Note:  See L-11.0 E for Deletes and L-11.0 F for Modify Actives

		MEDIUM



		L-11.0


tbd1.5

		Subscription Version Status Attribute Value Change Notification – Activates – To the Old Service Provider – Recovery Processing

Same type of notification as L-11.0 A1.5, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.


Note:  See L-11.0 tbd2 for Deletes and L-11.0 tbd3 for Modify Actives

		MEDIUM



		

		[snip]

		



		L-11.0


E

		Subscription Version Status Attribute Value Change Notification – set to OLD – Normal Processing

When the SV status has been set to old.  (Port to Original, port-of-a port, port to original of a Pool TN (or snap back), disconnect, disconnect of a ported Pool TN).  The notification is received only by those SOAs that actually have the SV in their local DB. It varies with the scenario.


Note:  See L-11.0 A1.5 for Activates and L-11.0 F for Modify Actives

		MEDIUM



		L-11.0


tbd2

		Subscription Version Status Attribute Value Change Notification – set to OLD – Recovery Processing

Same type of notification as L-11.0 E, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.


Note:  See L-11.0 tbd1.5 for Activates and L-11.0 tbd3 for Modify Actives

		MEDIUM



		L-11.0


F

		Subscription Version Status Attribute Value Change Notification – Modify active – Normal Processing

When an Active SV has been modified in the LSMS or there has been a cancellation of a Disconnect-Pending SV and the status of the SV has been re-set to Active (with or without a Fail-SP-List). The notification is sent only to the current SOA.


Note:  See L-11.0 A1 for Activates and L-11.0 E for Deletes

		MEDIUM



		L-11.0


tbd3

		Subscription Version Status Attribute Value Change Notification – Modify active – Recovery Processing

Same type of notification as L-11.0 F, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.


Note:  See L-11.0 tbd1 for Activates and L-11.0 tbd2 for Deletes

		MEDIUM



		

		[snip]

		



		L-13.0


A




		Number Pool Block Status Attribute Value Change Notification – Normal Processing

The Pool Block has being created in the LSMSs (EDR and Non_EDR) and the Block Status has being set to Active or Partial Failure;

		MEDIUM



		L-13.0


tbd4




		Number Pool Block Status Attribute Value Change Notification – Recovery Processing

Same type of notification as L-13.0 A, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.

		MEDIUM



		

		[snip]

		



		L-13.0


D




		Number Pool Block Status Attribute Value Change Notification – Normal Processing

The attributes in the Pool Block have been modified in the LSMSs (EDR and Non-EDR) and the Block Status has been re-set to Active (with or without fail-sp-list).

		MEDIUM



		L-13.0


tbd5



		Number Pool Block Status Attribute Value Change Notification – Recovery Processing

Same type of notification as L-13.0 D, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.

		MEDIUM



		L-13.0


E




		Number Pool Block Status Attribute Value Change Notification – Normal Processing

When a Pool Block has been ‘de-pooled’ from the LSMSs (EDR and Non-EDR) and the Block Status has been set to Old (with or without fail-sp-list).

		MEDIUM



		L-13.0


tbd6




		Number Pool Block Status Attribute Value Change Notification – Recovery Processing

Same type of notification as L-13.0 E, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.

		MEDIUM



		

		[snip]

		



		

		

		





Table C- 7 – SOA Notification Priority Tunables
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New Change Orders – Working Copy




Origination Date:  03/12/08

Originator:  LNPAWG

Change Order Number:  NANC 431

Description:  URI Fields (PoC)

Cumulative SP Priority, Weighted Average:  N/A


Functionally Backwards Compatible:  Yes

IMPACT/CHANGE ASSESSMENT


		FRS

		IIS

		GDMO

		ASN.1

		NPAC

		SOA

		LSMS



		Y

		Y

		Y

		Y

		Y

		Y

		Y





Business Need:


Multimedia Media Messaging Service (PoC) Field:


There is a need to enable the ability for SPs and Clearinghouses to look up routing information for IP-based services associated with ported and pooled numbers.  Since default CO code level data does not apply for these TNs, query engines need to be provisioned with a portability and pooling correction.  The addition of this field will satisfy this need and enable both individual SPs, as well as Service Bureaus, to automatically update their look up engines with the new routing data.  This IP-service routing field is in fact directly analogous to the existing SS7-based DPC/SSN routing fields already supported by NPAC (i.e. – ISVM, LIDB, WSMSC, etc…).


Description of Change:


The NPAC/SMS will provide the ability to provision an PoC URI for each SV and Pooled Block record.


This information will be provisioned by the SOA and broadcast to the LSMS upon activation of the SV or Pooled Block and upon modification for those SOA and LSMS associations optioned “on” to send and receive this data.


This field shall be added to the Bulk Data Download file, and be available to a Service Provider’s SOA/LSMS.


This field will be supported across the interface on an opt-in basis only and will be functionally backward compatible.


The OptionalData CMIP attribute will be populated with an XML string.  The string is defined by the schema documented in the XML section below.  XML is used to provide future flexibility to add additional fields to the SV records and Pool Block records when approved by the LLC.

Major points/processing flow/high-level requirements:


This change order proposes to add a new field to the subscription version and number pool block objects.  Hence, the FRS, IIS, GDMO, and ASN.1 will need to reflect the addition of this field.  This new field will cause changes to the NPAC CMIP interface, however they will be functionally backward compatible and optional by service provider.


Requirements:


Section 1.2, NPAC SMS Functional Overview


Add a new section that describes the functionality of the PoC URI (Uniform Resource Identifier) Field (Optional Data).  See description of Change above.


Section 3.1, NPAC SMS Data Models


Add new attribute for the PoC URI (Uniform Resource Identifier) Field (Optional Data).  See below:


		NPAC CUSTOMER DATA MODEL



		Attribute Name

		Type (Size) 

		Required

		Description



		[snip]

		

		

		



		NPAC Customer SOA PoC URI Indicator

		B

		(

		A Boolean that indicates whether the NPAC Customer supports PoC URI information from the NPAC SMS to their SOA.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.


The default value is False.






		NPAC Customer LSMS PoC URI Indicator

		B

		(

		A Boolean that indicates whether the NPAC Customer supports PoC URI information from the NPAC SMS to their LSMS.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.


The default value is False.



		[snip]

		

		

		





Table 3-2 NPAC Customer Data Model


		Subscription Version Data MODEL



		Attribute Name

		Type (Size)

		Required

		Description



		[snip]

		

		

		



		PoC URI

		C (255)

		

		PoC URI for Subscription Version.


This field may only be specified if the service provider SOA supports PoC URI.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.



		[snip]

		

		

		





Table 3‑6 Subscription Version Data Model


		number pooling block hoder information Data MODEL



		Attribute Name

		Type (Size)

		Required

		Description



		[snip]

		

		

		



		PoC URI

		C (255)

		

		PoC URI for Number Pool Block.


This field may only be specified if the service provider SOA supports PoC URI.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.



		[snip]

		

		

		





Table 3‑8 Number Pooling Block Holder Information Data Model


R3-7.2 
Administer Mass update on one or more selected Subscription Versions


NPAC SMS shall allow NPAC personnel to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPC values, SSN values, PoC URI (if the requesting SOA supports PoC URI data), Billing ID, End User Location Type or End User Location Value.


RR3-210
Block Holder Information Mass Update – Update Fields


NPAC SMS shall allow NPAC Personnel, via a mass update, to update the block holder default routing information (LRN, DPC(s), and SSN(s), PoC URI (if the requesting SOA supports PoC URI data)), for a 1K Block as stored in the NPAC SMS.  (Previously B-762)


R3‑8
Off-line batch updates for Local SMS Disaster Recovery


NPAC SMS shall support an off‑line batch download (via 4mm DAT tape and FTP file download) to mass update Local SMSs with Subscription Versions, NPA-NXX-X Information, Number Pool Block and Service Provider Network data.


The contents of the batch download are:


· Subscriber data:


· [snip]


· PoC URI (for Local SMSs that support PoC URI)


·  [snip]


· Block Data


· [snip]


· PoC URI, (for Local SMSs that support PoC URI data)


·  [snip]


RR3-79.1
Number Pool NPA-NXX-X Holder Information – Routing Data Field Level Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, are valid according to the formats specified in the Block Data Model upon Block creation scheduling for a Number Pool, or when re-scheduling a Block Create Event:  (Previously N-75.1).


[snip]


PoC URI (if supported by the Block Holder SOA)


RR3-149
 Addition of Number Pooling Block Holder Information – Field-level Data Validation

NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, is valid according to the formats specified in the Subscription Version Data Model upon Block creation for a Number Pool:  (Previously B-250)


[snip]


PoC URI (if supported by the Block Holder SOA)


RR3-157
Modification of Number Pooling Block Holder Information – Routing Data


NPAC SMS shall allow NPAC personnel, Service Provider via the SOA to NPAC SMS Interface, or Service Provider via the NPAC SOA Low-tech Interface, to modify the block holder default routing information (LRN, DPC(s), and SSN(s)), and PoC URI field (if supported by the Block Holder SOA), for a 1K Block as stored in the NPAC SMS.  (Previously B-320)


R4-8
Service Provider Data Elements

NPAC SMS shall require the following data if there is no existing Service Provider data:


[snip]


NPAC Customer SOA PoC URI Support Indicator


NPAC Customer LSMS PoC URI Support Indicator


R5‑16
Create Subscription Version - New Service Provider Optional input data


NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port:


· [snip]


· PoC URI (if supported by the Service Provider SOA)


R5‑18.1
Create Subscription Version - Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:


· [snip]


· PoC URI (if supported by the Service Provider SOA)


RR5-5
Create “Intra-Service Provider Port” Subscription Version - Current Service Provider Optional Input Data


NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port:


· [snip]


· PoC URI (if supported by the Service Provider SOA)


RR5-6.1
Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:


· [snip]


· PoC URI (if supported by the Service Provider SOA)


R5‑27.1
Modify Subscription Version - New Service Provider Data Values


NPAC SMS shall allow the following data to be modified in a pending or conflict Subscription Version for an Inter-Service Provider or Intra-Service Provider port by the new/current Service Provider or NPAC personnel:


· [snip]


· PoC URI (if supported by the Service Provider SOA)


R5‑28
Modify Subscription Version - New Service Provider Optional input data.


NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version:


· [snip]


· PoC URI (if supported by the Service Provider SOA)


R5‑29.1
Modify Subscription Version - Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.


· [snip]


· PoC URI (if supported by the Service Provider SOA)


R5‑36
Modify Active Subscription Version - Input Data


NPAC SMS shall allow the following data to be modified for an active Subscription Version:


· [snip]


· PoC URI (if supported by the Service Provider SOA)


R5‑37
Active Subscription Version - New Service Provider Optional input data.


NPAC SMS shall accept the following optional fields from the new Service Provider or NPAC personnel for an active Subscription Version to be modified:


· [snip]


· PoC URI (if supported by the Service Provider SOA)


R5‑38.1
Modify Active Subscription Version - Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification of an active version:


· [snip]


· PoC URI (if supported by the Service Provider SOA)


R5-74.3
Query Subscription Version - Output Data


NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:


· [snip]


· PoC URI (if supported by the Service Provider SOA)


R5-74.4
Query Subscription Version - Output Data


NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:


· [snip]


· PoC URI (if supported by the Service Provider LSMS)


RR5-91
Addition of Number Pooling Subscription Version Information – Create “Pooled Number” Subscription Version


NPAC SMS shall automatically populate the following data upon Subscription Version creation for a Pooled Number port:  (Previously SV-20)


· [snip]


· PoC URI (Value set to same field as Block)


Req 1 – Service Provider SOA PoC URI Edit Flag Indicator


NPAC SMS shall provide a Service Provider SOA PoC URI Edit Flag Indicator tunable parameter which defines whether a SOA supports PoC URI.


Req 2 – Service Provider SOA PoC URI Edit Flag Indicator Default


NPAC SMS shall default the Service Provider SOA PoC URI Edit Flag Indicator tunable parameter to FALSE.


Req 3 – Service Provider SOA PoC URI Edit Flag Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA PoC URI Edit Flag Indicator tunable parameter.

Req 4 – Service Provider LSMS PoC URI Edit Flag Indicator


NPAC SMS shall provide a Service Provider LSMS PoC URI Edit Flag Indicator tunable parameter which defines whether an LSMS supports PoC URI.


Req 5 – Service Provider LSMS PoC URI Edit Flag Indicator Default


NPAC SMS shall default the Service Provider LSMS PoC URI Edit Flag Indicator tunable parameter to FALSE.


Req 6 – Service Provider LSMS PoC URI Edit Flag Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS PoC URI Edit Flag Indicator tunable parameter.

Req 7
Activate Subscription Version - Send PoC URI to Local SMSs


NPAC SMS shall, for a Service Provider that supports PoC URI, send the PoC URI attribute for an activated Inter or Intra-Service Provider Subscription Version port via the NPAC SMS to Local SMS Interface to the Local SMSs.

Req 8
Activate Number Pool Block - Send PoC URI to Local SMSs


NPAC SMS shall, for a Service Provider that supports PoC URI, send the PoC URI attribute for an activated Number Pool Block via the NPAC SMS to Local SMS Interface to the Local SMSs.

Req 9
Audit for Support of PoC URI


NPAC SMS shall audit the PoC URI attribute as part of a full audit scope, only when a Service Provider’s LSMS supports PoC URI.

Appendix B – Glossary


URI – Uniform Resource Identifier


Appendix E – Bulk Data Download File Examples.


NOTE:  If a Service Provider supports PoC URI, the format of the Bulk Data Download file will contain delimiters for the attribute.


		Explanation of the fields in the subscription download file



		Field Number

		Field Name

		Value in Example



		1

		Version Id 

		0000000001



		[snip]

		

		



		999

		PoC URI

		Not present if LSMS or SOA does not support the PoC URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.



		

		

		





Table E- 1 -- Explanation of the Fields in The Subscription Download File


		Explanation of the fields in the Block download file



		Field Number

		Field Name

		Value in Example



		1

		Block  Id 

		1



		[snip]

		

		



		999

		PoC URI

		Not present if LSMS or SOA does not support the PoC URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.



		

		

		





Table E- 6 -- Explanation of the Fields in The Subscription Download File


IIS


Addition to the current IIS flow descriptions that relate to SV and NPB attributes.


Flow B.4.4.1 – Number Pool Block Create/Activate by SOA


Flow B.4.4.2 – Number Pool Block Create by NPAC SMS


Flow B.4.4.12 – Number Pool Block Modify by NPAC SMS


Flow B.4.4.13 – Number Pool Block Modify by Block Holder SOA


If the “SOA Supports PoC URI Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:


PoC URI

Flow B.5.1.2 – Subscription Version Create by the Initial SOA (New Service Provider)


Flow B.5.1.3 – Subscription Version Create by Second SOA (New Service Provider)


Flow B.5.1.11 – Subscription Version Create for Intra-Service Provider Port


[snip]


The following items may optionally be provided unless subscriptionPortingToOriginal-SP is true:


[snip]


PoC URI – if supported by the Service Provider SOA


Flow B.5.2.1 – Subscription Version Modify Active Version Using M-ACTION by a Service Provider SOA


Flow B.5.2.3 – Subscription Version Modify Prior to Activate Using M-ACTION


Flow B.5.2.4 – Subscription Version Modify Prior to Activate Using M-SET


[snip]


The current service provider can only modify the following attributes:


[snip]


PoC URI – if supported by the Service Provider SOA


Flow B.5.6 – Subscription Version Query


[snip]


The query return data includes:


[snip]


PoC URI – if supported by the Service Provider (SOA, LSMS)


GDMO:


No Change Required.


ASN.1:


No Change Required.


XML:


Note – the XML shown below is existing NANC 399 and new NANC 428.


<?xml version="1.0" encoding="UTF-8"?>


<xs:schema targetNamespace="urn:npac:lnp:opt-data:1.0" elementFormDefault="qualified" attributeFormDefault="unqualified" xmlns:xs="http://www.w3.org/2001/XMLSchema" xmlns="urn:npac:lnp:opt-data:1.0">


   <xs:simpleType name="SPID">


      <xs:restriction base="xs:string">


         <xs:length value="4"/>


      </xs:restriction>


   </xs:simpleType>


   <xs:simpleType name="Generic-URI">


      <xs:restriction base="xs:string">


         <xs:minLength value="1"/>


         <xs:maxLength value="255"/>


      </xs:restriction>


   </xs:simpleType>


   <xs:complexType name="OptionalData">


      <xs:sequence>


        <xs:element name="ALTSPID" type="SPID" nillable="true" minOccurs="0"/>


        <xs:element name="POCURI" type="Generic-URI" nillable="true" minOccurs="0"/>


      </xs:sequence>


   </xs:complexType>


   <xs:element name="OptionalData" type="OptionalData"/>


</xs:schema>
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New Change Orders – Working Copy




Origination Date:  03/12/08

Originator:  LNPAWG

Change Order Number:  NANC 432

Description:  URI Fields (Presence)

Cumulative SP Priority, Weighted Average:  N/A


Functionally Backwards Compatible:  Yes

IMPACT/CHANGE ASSESSMENT


		FRS

		IIS

		GDMO

		ASN.1

		NPAC

		SOA

		LSMS



		Y

		Y

		Y

		Y

		Y

		Y

		Y





Business Need:


Multimedia Media Messaging Service (Presence) Field:


There is a need to enable the ability for SPs and Clearinghouses to look up routing information for IP-based services associated with ported and pooled numbers.  Since default CO code level data does not apply for these TNs, query engines need to be provisioned with a portability and pooling correction.  The addition of this field will satisfy this need and enable both individual SPs, as well as Service Bureaus, to automatically update their look up engines with the new routing data.  This IP-service routing field is in fact directly analogous to the existing SS7-based DPC/SSN routing fields already supported by NPAC (i.e. – ISVM, LIDB, WSMSC, etc…).


Description of Change:


The NPAC/SMS will provide the ability to provision a Presence URI for each SV and Pooled Block record.


This information will be provisioned by the SOA and broadcast to the LSMS upon activation of the SV or Pooled Block and upon modification for those SOA and LSMS associations optioned “on” to send and receive this data.


This field shall be added to the Bulk Data Download file, and be available to a Service Provider’s SOA/LSMS.


This field will be supported across the interface on an opt-in basis only and will be functionally backward compatible.


The OptionalData CMIP attribute will be populated with an XML string.  The string is defined by the schema documented in the XML section below.  XML is used to provide future flexibility to add additional fields to the SV records and Pool Block records when approved by the LLC.

Major points/processing flow/high-level requirements:


This change order proposes to add a new field to the subscription version and number pool block objects.  Hence, the FRS, IIS, GDMO, and ASN.1 will need to reflect the addition of this field.  This new field will cause changes to the NPAC CMIP interface, however they will be functionally backward compatible and optional by service provider.


Requirements:


Section 1.2, NPAC SMS Functional Overview


Add a new section that describes the functionality of the Presence URI (Uniform Resource Identifier) Field (Optional Data).  See description of Change above.


Section 3.1, NPAC SMS Data Models


Add new attribute for the Presence URI (Uniform Resource Identifier) Field (Optional Data).  See below:


		NPAC CUSTOMER DATA MODEL



		Attribute Name

		Type (Size) 

		Required

		Description



		[snip]

		

		

		



		NPAC Customer SOA Presence URI Indicator

		B

		(

		A Boolean that indicates whether the NPAC Customer supports Presence URI information from the NPAC SMS to their SOA.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.


The default value is False.



		NPAC Customer LSMS Presence URI Indicator

		B

		(

		A Boolean that indicates whether the NPAC Customer supports Presence URI information from the NPAC SMS to their LSMS.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.


The default value is False.



		[snip]

		

		

		





Table 3-2 NPAC Customer Data Model


		Subscription Version Data MODEL



		Attribute Name

		Type (Size)

		Required

		Description



		[snip]

		

		

		



		Presence URI

		C (255)

		

		Presence URI for Subscription Version.


This field may only be specified if the service provider SOA supports Presence URI.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.



		[snip]

		

		

		





Table 3‑6 Subscription Version Data Model


		number pooling block hoder information Data MODEL



		Attribute Name

		Type (Size)

		Required

		Description



		[snip]

		

		

		



		Presence URI

		C (255)

		

		Presence URI for Number Pool Block.


This field may only be specified if the service provider SOA supports Presence URI.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.



		[snip]

		

		

		





Table 3‑8 Number Pooling Block Holder Information Data Model


R3-7.2 
Administer Mass update on one or more selected Subscription Versions


NPAC SMS shall allow NPAC personnel to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPC values, SSN values, Presence URI (if the requesting SOA supports Presence URI data), Billing ID, End User Location Type or End User Location Value.


RR3-210
Block Holder Information Mass Update – Update Fields


NPAC SMS shall allow NPAC Personnel, via a mass update, to update the block holder default routing information (LRN, DPC(s), and SSN(s), Presence URI (if the requesting SOA supports Presence URI data)), for a 1K Block as stored in the NPAC SMS.  (Previously B-762)


R3‑8
Off-line batch updates for Local SMS Disaster Recovery


NPAC SMS shall support an off‑line batch download (via 4mm DAT tape and FTP file download) to mass update Local SMSs with Subscription Versions, NPA-NXX-X Information, Number Pool Block and Service Provider Network data.


The contents of the batch download are:


· Subscriber data:


· [snip]


· Presence URI (for Local SMSs that support Presence URI data)


· [snip]


· Block Data


· [snip]


· Presence URI (for Local SMSs that support Presence URI data)


· [snip]


RR3-79.1
Number Pool NPA-NXX-X Holder Information – Routing Data Field Level Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, are valid according to the formats specified in the Block Data Model upon Block creation scheduling for a Number Pool, or when re-scheduling a Block Create Event:  (Previously N-75.1).


[snip]


Presence URI (if supported by the Block Holder SOA)


RR3-149
 Addition of Number Pooling Block Holder Information – Field-level Data Validation

NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, is valid according to the formats specified in the Subscription Version Data Model upon Block creation for a Number Pool:  (Previously B-250)


[snip]


Presence URI (if supported by the Block Holder SOA)


RR3-157
Modification of Number Pooling Block Holder Information – Routing Data


NPAC SMS shall allow NPAC personnel, Service Provider via the SOA to NPAC SMS Interface, or Service Provider via the NPAC SOA Low-tech Interface, to modify the block holder default routing information (LRN, DPC(s), and SSN(s)), and Presence URI field (if supported by the Block Holder SOA), for a 1K Block as stored in the NPAC SMS.  (Previously B-320)


R4-8
Service Provider Data Elements

NPAC SMS shall require the following data if there is no existing Service Provider data:


[snip]


NPAC Customer SOA Presence URI Support Indicator


NPAC Customer LSMS Presence URI Support Indicator


R5‑16
Create Subscription Version - New Service Provider Optional input data


NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port:


· [snip]


· Presence URI (if supported by the Service Provider SOA)


R5‑18.1
Create Subscription Version - Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:


· [snip]


· Presence URI (if supported by the Service Provider SOA)


RR5-5
Create “Intra-Service Provider Port” Subscription Version - Current Service Provider Optional Input Data


NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port:


· [snip]


· Presence URI (if supported by the Service Provider SOA)


RR5-6.1
Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:


· [snip]


· Presence URI (if supported by the Service Provider SOA)


R5‑27.1
Modify Subscription Version - New Service Provider Data Values


NPAC SMS shall allow the following data to be modified in a pending or conflict Subscription Version for an Inter-Service Provider or Intra-Service Provider port by the new/current Service Provider or NPAC personnel:


· [snip]


· Presence URI (if supported by the Service Provider SOA)


R5‑28
Modify Subscription Version - New Service Provider Optional input data.


NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version:


· [snip]


· Presence URI (if supported by the Service Provider SOA)


R5‑29.1
Modify Subscription Version - Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.


· [snip]


· Presence URI (if supported by the Service Provider SOA)


R5‑36
Modify Active Subscription Version - Input Data


NPAC SMS shall allow the following data to be modified for an active Subscription Version:


· [snip]


· Presence URI (if supported by the Service Provider SOA)


R5‑37
Active Subscription Version - New Service Provider Optional input data.


NPAC SMS shall accept the following optional fields from the new Service Provider or NPAC personnel for an active Subscription Version to be modified:


· [snip]


· Presence URI (if supported by the Service Provider SOA)


R5‑38.1
Modify Active Subscription Version - Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification of an active version:


· [snip]


· Presence URI (if supported by the Service Provider SOA)


R5-74.3
Query Subscription Version - Output Data


NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:


· [snip]


· Presence URI (if supported by the Service Provider SOA)


R5-74.4
Query Subscription Version - Output Data


NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:


· [snip]


· Presence URI (if supported by the Service Provider LSMS)


RR5-91
Addition of Number Pooling Subscription Version Information – Create “Pooled Number” Subscription Version


NPAC SMS shall automatically populate the following data upon Subscription Version creation for a Pooled Number port:  (Previously SV-20)


· [snip]


· Presence URI (Value set to same field as Block)


Req 1 – Service Provider SOA Presence URI Edit Flag Indicator


NPAC SMS shall provide a Service Provider SOA Presence URI Edit Flag Indicator tunable parameter which defines whether a SOA supports Voice URI.


Req 2 – Service Provider SOA Presence URI Edit Flag Indicator Default


NPAC SMS shall default the Service Provider SOA Presence URI Edit Flag Indicator tunable parameter to FALSE.


Req 3 – Service Provider SOA Presence URI Edit Flag Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Presence URI Edit Flag Indicator tunable parameter.

Req 4 – Service Provider LSMS Presence URI Edit Flag Indicator


NPAC SMS shall provide a Service Provider LSMS Presence URI Edit Flag Indicator tunable parameter which defines whether an LSMS supports Presence URI.


Req 5 – Service Provider LSMS Presence URI Edit Flag Indicator Default


NPAC SMS shall default the Service Provider LSMS Presence URI Edit Flag Indicator tunable parameter to FALSE.


Req 6 – Service Provider LSMS Presence URI Edit Flag Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS Presence URI Edit Flag Indicator tunable parameter.

Req 7
Activate Subscription Version - Send Presence URI to Local SMSs


NPAC SMS shall, for a Service Provider that supports Presence URI, send the Presence URI attribute for an activated Inter or Intra-Service Provider Subscription Version port via the NPAC SMS to Local SMS Interface to the Local SMSs.

Req 8
Activate Number Pool Block - Send Presence URI to Local SMSs


NPAC SMS shall, for a Service Provider that supports Presence URI, send the Presence URI attribute for an activated Number Pool Block via the NPAC SMS to Local SMS Interface to the Local SMSs.

Req 9
Audit for Support of Presence URI


NPAC SMS shall audit the Presence URI attribute as part of a full audit scope, only when a Service Provider’s LSMS supports Presence URI.

Appendix B – Glossary


URI – Uniform Resource Identifier


Appendix E – Bulk Data Download File Examples.


NOTE:  If a Service Provider supports Presence URI, the format of the Bulk Data Download file will contain delimiters for the attribute.


		Explanation of the fields in the subscription download file



		Field Number

		Field Name

		Value in Example



		1

		Version Id 

		0000000001



		[snip]

		

		



		999

		Presence URI

		Not present if LSMS or SOA does not support the Presence URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.



		

		

		





Table E- 1 -- Explanation of the Fields in The Subscription Download File


		Explanation of the fields in the Block download file



		Field Number

		Field Name

		Value in Example



		1

		Block  Id 

		1



		[snip]

		

		



		999

		Presence URI

		Not present if LSMS or SOA does not support the Presence URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.



		

		

		





Table E- 6 -- Explanation of the Fields in The Subscription Download File


IIS


Addition to the current IIS flow descriptions that relate to SV and NPB attributes.


Flow B.4.4.1 – Number Pool Block Create/Activate by SOA


Flow B.4.4.2 – Number Pool Block Create by NPAC SMS


Flow B.4.4.12 – Number Pool Block Modify by NPAC SMS


Flow B.4.4.13 – Number Pool Block Modify by Block Holder SOA


If the “SOA Supports Presence URI Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:


Presence URI

Flow B.5.1.2 – Subscription Version Create by the Initial SOA (New Service Provider)


Flow B.5.1.3 – Subscription Version Create by Second SOA (New Service Provider)


Flow B.5.1.11 – Subscription Version Create for Intra-Service Provider Port


[snip]


The following items may optionally be provided unless subscriptionPortingToOriginal-SP is true:


[snip]


Presence URI – if supported by the Service Provider SOA


Flow B.5.2.1 – Subscription Version Modify Active Version Using M-ACTION by a Service Provider SOA


Flow B.5.2.3 – Subscription Version Modify Prior to Activate Using M-ACTION


Flow B.5.2.4 – Subscription Version Modify Prior to Activate Using M-SET


[snip]


The current service provider can only modify the following attributes:


[snip]


Presence URI – if supported by the Service Provider SOA


Flow B.5.6 – Subscription Version Query


[snip]


The query return data includes:


[snip]


Presence URI – if supported by the Service Provider (SOA, LSMS)


GDMO:


No Change Required.


ASN.1:


No Change Required.


XML:


Note – the XML shown below is the same for both NANC 399 and NANC 400.


<?xml version="1.0" encoding="UTF-8"?>


<xs:schema targetNamespace="urn:npac:lnp:opt-data:1.0" elementFormDefault="qualified" attributeFormDefault="unqualified" xmlns:xs="http://www.w3.org/2001/XMLSchema" xmlns="urn:npac:lnp:opt-data:1.0">


   <xs:simpleType name="SPID">


      <xs:restriction base="xs:string">


         <xs:length value="4"/>


      </xs:restriction>


   </xs:simpleType>


   <xs:simpleType name="Generic-URI">


      <xs:restriction base="xs:string">


         <xs:minLength value="1"/>


         <xs:maxLength value="255"/>


      </xs:restriction>


   </xs:simpleType>


   <xs:complexType name="OptionalData">


      <xs:sequence>


        <xs:element name="ALTSPID" type="SPID" nillable="true" minOccurs="0"/>


        <xs:element name="PRESURI" type="Generic-URI" nillable="true" minOccurs="0"/>


      </xs:sequence>


   </xs:complexType>


   <xs:element name="OptionalData" type="OptionalData"/>


</xs:schema>
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New Change Orders – Working Copy




Origination Date:  1/8/2009


Originator:  Telcordia Technologies


Change Order Number:  NANC TBD


Description:  A Multi Vendor NPAC Solution


Cumulative SP Priority, Weighted Average:  TBD


Functionally Backwards Compatible:  Yes

IMPACT/CHANGE ASSESSMENT


		FRS
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		ASN.1
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		SOA
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		Y

		Y

		Y

		Y

		Y

		N

		N





Business Need:


The original request(s) to provide NPAC services was more than twelve years ago.  Since that initial selection of two providers, the industry hasn’t had any choice in NPAC vendors.  In all other aspects of number portability in North America, Service Providers have a choice of vendors.  The Telecommunications Act implemented vendor competition as well, and the FCC specifically favored competition in NPAC services in originally approving multiple NPAC administrators.  The FCC noted in the order that competition between vendors for NPAC would stimulate innovation and it would provide the other expected benefits of competition, including economic benefits and enhanced service levels.  Since that order, the NPAC has become more critical to Service Provider networks with the addition of pooling and the pending change orders for URI information.  The transactions at NPAC continue to grow at a large rate.  If the rate of transaction growth continues, NPAC billable transaction will exceed more than one billion annually before the expiration of the current contract.  Carrier choice in NPAC services can and should be implemented now to provide the benefits of competition to Service Providers before the NPAC grows so large that a transition would be higher risk than desirable.


Competition will lead not only to carrier choice but vendor diversity.  In the current economic conditions, having multiple vendors versus a single source contract to support critical infrastructure services is becoming more essential.  Multiple vendors assure business continuity of services in the event of vendor business failure.  This diversity will not only reduce the business risk of these services being delivered in an uninterrupted manner but will also enhance the commercial management of the vendors.  Carriers have experienced that multi sourced services and associated carrier choice results in more competitive pricing.  Multiple competitive vendors also offer faster response to industry needs with more innovative services that further enhance the service currently being offered.  The current NPAC service is working effectively, but opening it up to competition and carrier choice can only result in enhanced benefits to the industry.  Selecting two or more vendors will drive the benefits to the users of a multi vendor solution that will result in carriers in each region being able to choose their vendor based on the values it offers in savings and enhanced services.


In summary, especially in today’s economic conditions, carriers more than ever need the benefits of competition that include:


· Carrier Choice


· Vendor Diversity


· Enhanced and Innovative Services


· Reduced Costs to the Industry


Description of Change:

While a Multi-Vender NPAC Solution, hereafter referred to as Multi-Administrator Peering Model, and impacts the NPAC SMS, the technical approach described in this change order minimizes the impacts to Service Provider systems and operations. 


The following high-level peering technical implementation goals related to Service Providers and the NPAC Services provided under a Multi-Administrator Peering Model implementation:


· No SOA and LSMS to NPAC SMS CMIP Interface Modifications


· No User LTI GUI Changes


· Minimize Service Provider operational changes


· Limit Service Provider operational interactions to only their chosen NPAC vendor


· Limit NPAC to NPAC connections to reduce complexity


· Allow communication of all NPAC data for network data and active subscription versions


· Support any additional information needed for Inter-NPAC SMS porting events


The following diagram illustrates the Solution approach proposed in this change order by showing a Multi-Administrator Peering Model with two NPAC SMS to visually introduce the terminology used:





The terminology used in the diagram is defined as follows: 


· Primary NPAC SMS – The NPAC SMS that provides service directly to a specific Service Provider SOA, LSMS, or LTI GUI for a transaction.


· Peered NPAC SMS – An NPAC SMS system that communicates with another NPAC SMS in the same Region in a Multi-Administrator Peering Model. 


· Inter-NPAC Peering – The Multi-Administrator Peering Model implementation discussed in this solution document that leverages the existing SOA to NPAC SMS and LSMS to NPAC SMS CMIP interface for Inter-NPAC SMS messaging 


· Inter-NPAC SMS Messaging – CMIP messaging between Peered NPAC SMS systems within the same Region as a result of Service Provider activity initiated from the LTI GUI, SOA, and/or LSMS interface connections.  Inter-NPAC messages include all messages required for completion of requests. 


· Inter-NPAC SMS Associations – CMIP associations between Peered NPAC SMS


· Inter-NPAC SMS LSMS Association – A CMIP association between two Peered NPAC SMSs that is used to communicate LSMS activity such as Subscription Version activation and Network Data creation from a Primary NPAC SMS to a Peered NPAC SMS.


· Inter-NPAC SMS SOA Association – A CMIP association between two Peered NPAC SMSs that is used to communicate SOA activity, such as porting activity between Service Providers in different Peered NPAC SMS.


Major points/processing flow/high-level requirements:


Inter-NPAC Peering leverages the existing SOA to NPAC SMS and LSMS to NPAC SMS CMIP interface for Inter-NPAC SMS messaging.   This approach simplifies implementation of the Inter-NPAC SMS messaging and does not require the introduction of a different messaging protocol.  While interface impacts for Inter-NPAC Peering are avoided for the existing Service Provider SOA and LSMS to NPAC SMS interfaces, additional data would need to be communicated between peered NPAC SMS systems to improve efficiency. Areas for extensions to Inter-NPAC SMS messaging will be identified in the detailed specifications to be provided.


Two diagrams are provided to give a high level view of the interactions for that would occur between Peered NPAC SMS in a Multi-Administrator Peering Model for porting activity between two Service Providers. The two types of ports that are described are an Intra NPAC Port and an Inter NPAC Port.


Intra-NPAC SMS Port


A port is an Intra-NPAC SMS port when only one NPAC SMS serves both of the Service Providers involved in a port. The following diagram depicts a port with both Service Providers being customers of the same NPAC SMS:




Service Providers porting in the same NPAC SMS (Intra-NPAC port):


1. SOA 1 and SOA 2 served by Vendor A create a pending port for the TN porting form SOA 2


2. SOA 1 activates the TN on the due date


3. TN Activation broadcast is sent to the peered Vendor B


4. TN Activation broadcast is sent to LSMS’ serviced by Vendor A


5. TN Activation broadcast is sent to LSMS’ serviced by Vendor B


Inter-NPAC SMS Port


A port is an Inter-NPAC SMS port when each NPAC SMS serves one of the Service Providers involved in a port. The following diagram depicts a port with both Service Providers being customers of different NPAC SMS:














Service Providers porting in the different NPAC SMS (Inter-NPAC):


1. SOA 1 serviced by Vendor A creates a pending port for a TN porting from SOA 2


2. Vendor A forwards the create request to Vendor B that serves SOA 2


3. Vendor B creates the pending subscription version and sends notifications to both SOA 1 and SOA 2


4. SOA 1 activates the TN on the due date (SOA 2 concurrence is not shown to reduce complexity of the diagram)


5. TN Activation broadcast is sent from Vendor A to the peered Vendor B


6. TN Activation broadcast is sent to the LSMS’ served by Vendor A


7. TN Activation broadcast is sent to LSMS’ served by Vendor B


Requirements:


TBD


IIS


TBD


GDMO:


TBD


ASN.1:


TBD


Inter-NPAC SOA Associations







Inter-NPAC LSMS Association







Inter-NPAC Associations used for Inter-NPAC Messaging







Peered NPAC SMS Vendor A 	
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Peered NPAC SMS Vendor B 	
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Service Provider SOA and LSMS systems connections to their Primary NPAC SMS – Vendor A







Service Provider SOA and LSMS systems connections to their Primary NPAC SMS – Vendor B
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		Y

		Y

		Y

		Y
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Business Need:

Currently the NPAC supports IPv4 as the Internet addressing protocol.  Due to various corporate initiatives, several Service Providers have inquired about the desire and timeline of the NPAC supporting IPv6 addresses.  The purpose of this change order is to request analysis to determine the feasibility and timing of adding support for IPv6.

What is IPv6?

IPv6 network protocol is the successor to IPv4, the Internet addressing protocol which has been used for many years since the early days of the Internet.  When the Internet was first established, it was a research network and the addressing was limited.  It was never thought that it would be used to connect everything from a mobile phone to a hi-fi or refrigerator.  Opinions vary greatly but current estimates indicate that we will run out of available IPv4 based addresses in the next few years.  IPv6 solves this problem and also introduces new features to improve how the Internet works.  The current IPv4 address space contains 232 or approximately 4.3 billion addresses.  The number of addresses offered by IPv6 is 2128 or approximately 340 undecillion (3.4 x 1038 or 340 trillion networks of one trillion addresses each).

Links for more info on IPv6:

http://en.wikipedia.org/wiki/IPv6

http://www.networkdictionary.com/networking/IPv6vsIPv4.php

How does this affect the NPAC?

Currently, all network communication between service providers and the NPAC (i.e., SOA, LSMS, LTI, web sites, email, etc.) use IPv4 addresses.  In addition to network routing, there is an IPv4 address embedded in the NSAP (Network Service Access Point) used by the OSI stack.  This means there must be changes made for the LNP systems (NPAC, SOA, and LSMS) to use IPv6.





Description of Change:

To facilitate a transition from IPv4 to IPv6 the NPAC should use a dual-stack approach, allowing providers to migrate their networks on their corporate timetable.





FRS:

TBD





IIS:

TBD





GDMO:

TBD





ASN.1:

TBD
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Business Need:

Currently, the NPAC is configured to enable a carrier to have one active SOA connection for a single SPID.  As carrier systems become more complex with a greater need to support high transactional volume, carriers should have the option to enable multiple active connections for the same SPID to the NPAC.  This will enable a carrier to connect to the NPAC from multiple geographical locations to allow business continuity in the event of network failure or single site failures.  Such functionality is very important given carriers have a very small window to respond to porting transaction requests such as Next Day porting.

To illustrate, a carrier would have as its option, an opportunity to construct two (2) or more active SOA connections to the NPAC for the same SPID.  In case one of the connections is broken due to a network failure, porting transactions can be diverted to other active NPAC connections thereby reducing business impacts during the porting process.

Use of multiple active SOA connections from a single SPID should be voluntary by carriers who wish to improve their application and network redundancy.  The advantage of having such active/active SOA infrastructure would improve porting efficiency during times of network impairment and natural disasters.

May ’13 LNPAWG meeting:

In order to facilitate the deployment of NANC 449 (CMIP version of Active-Active SOA connection to the NPAC – same SPID), the functionality should be included in the XML interface (NANC 372) as well.



Description of Change:

This change order is being created to analyze and document the change to the NPAC that would allow multiple associations from the same SPID and same function mask at the same time.

The current NPAC behavior (defined in chapter 5 of the IIS) allows a single association based on SPID/Function Mask at any one point in time. If a subsequent association is made, the existing one is terminated.  Section 5.6 (Single Association for SOA/LSMS) states, “A SOA/LSMS system may connect to the NPAC SMS with one association for the same function (same bit mask).  The NPAC SMS will abort any previous associations that use that same function.”  NANC 383 (Separate SOA channel for notifications) was implemented in release 3.3 to allow notifications to be sent over a separate SOA association, but does not allow for multiple associations using the same bit mask which is what is desired.

With this change order, a SOA would be able to connect with a second association using the same SPID value and same function mask values.  This means that both SOA A and SOA B are up running and active at the same time, connected to the same NPAC regions at the same time, and potentially sending/receiving SOA transactions as the same time.

Working assumptions:

· Network data (NPA-NXX, LRN, Dash-X) will be sent to SOA A & B.

· SOA Requests (e.g., NSP SV Create Request) sent from SOA A will have Responses sent back to SOA A (this is required as SOA B does not have the invoke ID of SOA A’s Request).

· Notifications initiated at the NPAC (e.g., SV StatusAttributeValueChange) will be sent to both SOA A and SOA B, regardless of whether SOA A, SOA B, other SP SOA, NPAC personnel, or NPAC business rules initiated the transaction that led to the notification.

· Functionality applies to two (2) or more SOA connections at the same time.

· Performance expectation is on a per SOA basis, not a per SPID basis.

· Notifications would be recoverable such that if SOA A was not associated and notifications were instead sent to SOA B, that SOA A would be able to get those missed notifications via recovery.

· Service Provider tunables (i.e., “SPIDables”) need to be evaluated to determine which can remain at the Service Provider level, and which would need granularity at the SOA level.



Sep ’12 LNPAWG meeting:

Neustar sent out (8/31/2012) the following note prior to the Sep meeting to facilitate the discussion.

During our analysis of NANC 449 after the discussion at the July 2012 LNPAWG meeting, several questions have come up to which the answers will dictate our next steps with this change order.

Based on the current definition of NANC 449:

1. two or more SOA connections

1. from the same SPID

1. using the same CMIP association function mask information

1. sending/receiving CMIP requests/responses individually

1. receiving NPAC notifications whether or not involved in initial request

Our current NPAC architecture supports the current NPAC requirement (one CMIP association, per SPID, per function mask).  In order to support the 449 notion of two or more, a CMIP change will be required.  Furthermore, the two or more associations must perform the same type of work and support the same optional fields, thereby eliminating the potential for SOA A to support functionality that is different from SOA B for a given SPID.  The functional changes get complicated as we introduce the CMIP changes (e.g., the need for a SOA-Instance-ID to differentiate SOA A from SOA B for items like recovery), and the potential desire to support different message sets.

As an alternative, we have looked at a “relationship” architecture where SOA B uses a different SPID value than the SOA A main SPID value, and within the NPAC we have a “relationship” table that allows B to perform the same functions as A.  For example, a national Service Provider (SPID 2222) is performing an OSP SV Concur.  In one region that message could come from SOA A (2222), and in another region that message could come from SOA B (Y222).  Because the entry in the “relationship” table says that effectively Y222 is the same as 2222, the NPAC edits will accept this message.  For the NSP in both of these ports, they would see the OSP as 2222, thereby not causing confusion that the OSP is Y222.  Additionally, since the “relationship” table is stored solely in the NPAC, this approach does not require 2222 to update any NPAC data to be owned by Y222 (SV ownership still remains with 2222).

Please discuss this internally and be prepared to provide input during the Sep 2012 LNPAWG meeting (change management agenda item):

1. Current 449 definition

0. Higher development level of effort

0. All SOAs must support same functionality

0. Requires CMIP changes to GDMO and ASN.1

1.  “relationship” approach

1. Requires setup of “related” SPID in NPAC data, but not stored in local systems

1. All SOAs can support whatever optional data they wish to support (settings at the SPID level)

1. Does not require CMIP changes

1. Does not require any changes to existing NPAC data (e.g., nothing is changed to be owned by Y222)



Apr ’13:

In preparation for discussion at the May 2013 LNPAWG meeting, Comcast has provided an update to NANC 449.

In addition to multiple connections to the NPAC, the following functionality should be considered in order to support the carrier option of a NANC 449 solution:

1. Add the echo-back of LRN, GTT and Optional data fields in order to achieve consistent and complete data for both instances (SOA A/SOA B).  This will be required because the LRN, GTT and Optional data are expected to originate from a single instance only and are not returned by the NPAC today in the Object Creation Notification.  Hence, the non-originating instance would be missing this information.


2. Add a new field to the New Service Provider Create Request, “Order ID”.  This field, resident in many SOAs today, allows the SOA to coordinate ordering system information with NPAC porting information.  Consideration for other data fields or elements would be included to support use of other SOA systems in use by other service providers.  This new field will be included on both the New Service Provider Create Request and the echo-back information in #1 above to the non-originating instance.  This would ensure multiple  instances of SOA connectivity would contain complete and synchronized data.






May ’13 LNPAWG meeting:

After discussion about having Active-Active SOA connection functionality in the new XML interface defined in NANC 372, the group agreed to include that functionality in this change order.  So, all references for Active-Active SOA will apply to both the CMIP interface and the XML interface.  The group also agreed to change the new SOA field from “Order ID” to “Cross-Reference ID”.  Neustar agreed to add draft requirements to this document to facilitate discussion at the July meeting.



[bookmark: _Toc59881639]


Requirements:

TBD

Section 1.2, NPAC SMS Functional Overview

Add a new section that describes the functionality of the Active-Active SOA scenario.  See Description of Change above.

Section 3.1, NPAC SMS Data Models

Add new attributes for the Active-Active SOA (echo-back, cross-reference ID).  See below:



		
NPAC CUSTOMER DATA MODEL



		Attribute Name

		Type (Size) 

		Required

		Description



		[snip]

		

		

		



		NPAC Customer SOA Supports Full OCN as NSP Indicator

		B

		

		A Boolean that indicates whether the NPAC Customer supports all data in an Object Creation Notification as the New Service Provider from the NPAC SMS to the SOA.

The default value is False.



		NPAC Customer SOA Supports Full OCN as OSP Indicator

		B

		

		A Boolean that indicates whether the NPAC Customer supports all data in an Object Creation Notification as the Old Service Provider from the NPAC SMS to the SOA.

The default value is False.



		NPAC Customer SOA Supports All Modified Attributes as NSP Indicator

		B

		

		A Boolean that indicates whether the NPAC Customer supports all modified data in an Attribute Value Change Notification as the New Service Provider from the NPAC SMS to the SOA.

The default value is False.



		NPAC Customer SOA Supports All Modified Attributes as OSP Indicator

		B

		

		A Boolean that indicates whether the NPAC Customer supports all modified data in an Attribute Value Change Notification as the Old Service Provider from the NPAC SMS to the SOA.

The default value is False.



		NPAC Customer Cross-Reference ID Indicator

		B

		

		A Boolean that indicates whether the NPAC Customer supports Cross-Reference ID in Subscription Version records.

The default value is False.



		[snip]

		

		

		





Table 3-2 NPAC Customer Data Model









		SUBSCRIPTION VERSION DATA MODEL



		Attribute Name

		Type (Size)

		Required

		Description



		[snip]
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		C ( 25)

		

		An alphanumeric code which identifies an Cross-Reference ID or Cross-Reference Number from the service provider’s ordering system into the SOA.

This optional field may only be specified if the service provider SOA supports Cross-Reference ID.



		[bookmark: _Toc279510778][snip]

		

		

		





Table 3‑6 Subscription Version Data Model






Section 3.2, NPAC Personnel Functionality

Add new requirements for Mass Update/Mass Create that involves echo-back.



Req 1	Mass Update – Active-Active SOA – Notify SOA with all data in the Attribute Value Change Notification to the New Service Provider

NPAC SMS shall allow NPAC Personnel to perform a Mass Update in an Active-Active SOA scenario when the Service Provider SOA Supports All Modified Attributes as NSP Indicator tunable parameter is TRUE, and notify both SOA A and SOA B of all modified Subscription Version data in the Attribute Value Change Notification.

Req 2	Mass Create – Active-Active SOA – Notify SOA with all data in the Object Creation Notification to the New Service Provider

NPAC SMS shall allow NPAC Personnel to perform a Mass Create in an Active-Active SOA scenario when the Service Provider SOA Supports Full OCN as NSP Indicator tunable parameter is TRUE, and notify both SOA A and SOA B of all Subscription Version data in the Object Creation Notification.

Note:  Adding the echo-back of all data in the Object Creation Notification allows both SOA A and SOA B to receive data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).  For a Mass Create performed by NPAC, neither SOA A nor SOA B has this data as it was sent to the NPAC in a request outside of the SOA.



3.9, Service Provider Support Indicators

3.9.x, new section, SOA Echo-Back Indicators



Req 3	Service Provider SOA Full OCN as NSP Indicator

NPAC SMS shall provide a Service Provider SOA Full OCN as NSP Indicator tunable parameter which defines whether this SOA supports an Object Creation Notification of all data (including routing data and optional data parameters) as the New Service Provider.

Req 4	Service Provider SOA Full OCN as NSP Indicator Default

NPAC SMS shall default the Service Provider SOA Full OCN as NSP Indicator to FALSE.

Req 5	Service Provider SOA Full OCN as NSP Indicator Modification

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Full OCN as NSP Indicator tunable parameter.

Req 6	Service Provider SOA Full OCN as OSP Indicator

NPAC SMS shall provide a Service Provider SOA Full OCN as OSP Indicator tunable parameter which defines whether this SOA supports an Object Creation Notification of all data (including routing data and optional data parameters) as the Old Service Provider.

Req 7	Service Provider SOA Full OCN as OSP Indicator Default

NPAC SMS shall default the Service Provider SOA Full OCN as OSP Indicator to FALSE.

Req 8	Service Provider SOA Full OCN as OSP Indicator Modification

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Full OCN as OSP Indicator tunable parameter.

Req 9	Service Provider SOA Modified Attributes AVC as NSP Indicator

NPAC SMS shall provide a Service Provider SOA Modified Attributes AVC as NSP Indicator tunable parameter which defines whether this SOA supports an Attribute Value Change Notification of all modified  data (including routing data and optional data parameters) as the New Service Provider.

Req 10	Service Provider SOA Modified Attributes AVC as NSP Indicator Default

NPAC SMS shall default the Service Provider SOA Modified Attributes AVC as NSP Indicator to FALSE.

Req 11	Service Provider SOA Modified Attributes AVC as NSP Indicator Modification

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Modified Attributes AVC as NSP Indicator tunable parameter.

Req 12	Service Provider SOA Modified Attributes AVC as OSP Indicator

NPAC SMS shall provide a Service Provider SOA Modified Attributes AVC as OSP Indicator tunable parameter which defines whether this SOA supports an Attribute Value Change Notification of all modified data (including routing data and optional data parameters) as the Old Service Provider.

Req 13	Service Provider SOA Modified Attributes AVC as OSP Indicator Default

NPAC SMS shall default the Service Provider SOA Modified Attributes AVC as OSP Indicator to FALSE.

Req 14	Service Provider SOA Modified Attributes AVC as OSP Indicator Modification

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Modified Attributes AVC as OSP Indicator tunable parameter.



3.9.x, new section, Cross-Reference ID Indicator



Req 15	Service Provider SOA Cross-Reference ID Indicator

NPAC SMS shall provide a Service Provider SOA Cross-Reference ID Indicator tunable parameter which defines whether this SOA supports Cross-Reference ID functionality when sending in New Service Provider Create Requests.

Req 16	Service Provider SOA Cross-Reference ID Indicator Default

NPAC SMS shall default the Service Provider SOA Cross-Reference ID Indicator to FALSE.

Req 17	Service Provider SOA Cross-Reference ID Indicator Modification

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Cross-Reference ID Indicator tunable parameter.



5.1, Subscription Version Management



Assmpt 1	Changing of SOA Supports Full OCN Indicators while Notifications are Queued

In the event that the SOA Supports Full OCN as NSP Indicator or the SOA Supports Full OCN as OSP Indicator is changed from FALSE to TRUE any notifications for the initial active SOA that were already created and are in queue will be sent to just the initial active SOA, and in the event that the SOA Supports Full OCN as NSP Indicator or the SOA Supports Full OCN as OSP Indicator is changed from TRUE to FALSE any notifications for both SOAs that were already created and are in queue will be sent to both SOAs.

Assmpt 2	Changing of SOA Supports Modified Attributes AVC Indicators while Notifications are Queued

In the event that the SOA Supports Modified Attributes AVC as NSP Indicator or the SOA Supports Modified Attributes AVC as OSP Indicator is changed from FALSE to TRUE any notifications for the initial active SOA that were already created and are in queue will be sent to just the initial active SOA, and in the event that the SOA Supports Modified Attributes AVC as NSP Indicator or the SOA Supports Modified Attributes AVC as OSP Indicator is changed from TRUE to FALSE any notifications for both SOAs that were already created and are in queue will be sent to both SOAs.

R5‑16	Create Inter-Service Provider (non-PTO) Subscription Version - New Service Provider Optional input data

NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port, when the Porting to Original flag is set to False:  (reference NANC 399)

· Billing Service Provider ID

· End‑User Location ‑ Value

· End‑User Location ‑ Type

· Alternative SPID (if supported by the Service Provider SOA)

· Last Alternative SPID (if supported by the Service Provider SOA)

· Voice URI (if supported by the Service Provider SOA)

· MMS URI (if supported by the Service Provider SOA)

· SMS URI (if supported by the Service Provider SOA)

· Cross-Reference ID (if supported by the Service Provider SOA)

Req 18	Create Subscription Version – Cross-Reference ID

NPAC SMS shall accept the following optional field from NPAC Personnel or the new Service Provider upon Subscription Version creation, when the Porting to Original flag is set to True:

· Cross-Reference ID (if supported by the Service Provider SOA)

Req 19	Create Subscription Version – Active-Active SOA – Notify SOA with all data in the Object Creation Notification to the New Service Provider

NPAC SMS shall, in an Active-Active SOA scenario when the Service Provider SOA Supports Full OCN as NSP Indicator tunable parameter is TRUE, notify the non-originating SOA of all Subscription Version data in the Object Creation Notification.

Note:  Adding the echo-back of all data in the Object Creation Notification allows the non-originating SOA to receive data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).  The originating SOA already has this data as it was sent to the NPAC in the request.

Req 20	Create Subscription Version – Active-Active SOA – Notify SOA with all data in the Object Creation Notification to the Old Service Provider

NPAC SMS shall, in an Active-Active SOA scenario when the Service Provider SOA Supports Full OCN as OSP Indicator tunable parameter is TRUE, notify the non-originating SOA of all Subscription Version data in the Object Creation Notification.

Note:  Adding the echo-back of all data in the Object Creation Notification allows the non-originating SOA to receive data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).  The originating SOA already has this data as it was sent to the NPAC in the request.

Req 21	Create Subscription Version – Active-Active SOA – Notify SOA with all modified data in an Attribute Value Change Notification to the New Service Provider

NPAC SMS shall, in an Active-Active SOA scenario when the Service Provider SOA Supports All Modified Attributes as NSP Indicator tunable parameter is TRUE, notify the non-originating SOA of all modified Subscription Version data in the Attribute Value Change Notification.

Note:  Adding the echo-back of all modified data in the Attribute Value Change Notification (second Create of an SV, or modify-pending of an SV) allows the non-originating SOA to receive data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).

Req 22	Create Subscription Version – Active-Active SOA – Notify SOA with all modified data in an Attribute Value Change Notification to the Old Service Provider

NPAC SMS shall, in an Active-Active SOA scenario when the Service Provider SOA Supports All Modified Attributes as OSP Indicator tunable parameter is TRUE, notify the non-originating SOA of all modified Subscription Version data in the Attribute Value Change Notification.

Note:  Adding the echo-back of all modified data in the Attribute Value Change Notification (second Create of an SV, or modify-pending of an SV) allows the non-originating SOA to receive data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).




IIS:

Update section 2.2 (updated text in yellow highlight).

Multiple associations per service provider to the NPAC SMS can be supported when using either the same (SOA) or different (SOA and LSMS) function masks.  The secure association establishment is described in Section 5.



Update section 5.6 (updated text in yellow highlight).

[bookmark: _Toc116975748][bookmark: _Toc294800220]One or more Association(s) for SOA, Single Association for SOA/LSMS

A SOA system may connect to the NPAC SMS with one or more association(s) for the same function (same bit mask).  The NPAC SMS will continue to use any previous associations that use that same function.

An SOA/LSMS system may connect to the NPAC SMS with one association for the same function (same bit mask).  The NPAC SMS will abort any previous associations that use that same function.





GDMO:

No Change Required.





ASN.1:

No Change Required.





XML:

TBD.
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[bookmark: _Toc72227019]Change Order Number:  NANC 449

Description:  Active-Active SOA connection to NPAC – same SPID (Delegation Model)

Functional Backwards Compatible:  Yes



IMPACT/CHANGE ASSESSMENT



		FRS

		IIS



		Y

		Y







		GDMO

		ASN.1
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		LSMS



		N

		N

		Y

		Y

		N







		XML

		NPAC

		SOA

		LSMS



		TBD

		Y

		Y

		N







Business Need:

Currently, the NPAC is configured to enable a carrier to have one active SOA connection for a single SPID.  As carrier systems become more complex with a greater need to support high transaction volume, carriers should have the option to enable multiple active connections for the same SPID to the NPAC.  This will enable a carrier to connect to the NPAC from multiple geographical locations to allow business continuity in the event of network failure or single site failure.  Such functionality is very important given carriers have a very small window to respond to porting transaction requests such as defined in Next Day porting.

To illustrate, a carrier would have at its option, an opportunity to construct two (2) or more active SOA connections to the NPAC for the same SPID.  If one of the connections is broken due to a network failure, porting transactions can be diverted to another active NPAC connection thereby reducing business impacts during the porting process.

Use of multiple active SOA connections from a single SPID should be voluntary by carriers who wish to improve their application and network redundancy.  The advantage of having such active-active SOA infrastructure would improve porting efficiency during times of network impairment and natural disasters.

May ’13 LNPAWG meeting:

In order to facilitate the deployment of NANC 449 (CMIP version of Active-Active SOA connection to the NPAC – same SPID), the functionality should be included in the XML interface (NANC 372) as well.



Description of Change:

This change order is being created to analyze and document the change to the NPAC that would allow multiple associations from the same SPID and same function mask at the same time.

The current NPAC behavior (defined in chapter 5 of the IIS) allows a single association based on SPID/Function Mask at any one point in time. If a subsequent association is made, the existing one is terminated.  Section 5.6 (Single Association for SOA/LSMS) states, “A SOA/LSMS system may connect to the NPAC SMS with one association for the same function (same bit mask).  The NPAC SMS will abort any previous associations that use that same function.”  NANC 383 (Separate SOA channel for notifications) was implemented in release 3.3 to allow notifications to be sent over a separate SOA association, but does not allow for multiple associations using the same bit mask which is what is desired.

With this change order, a SOA would be able to connect with a second association using the same SPID value and same function mask values.  This means that both SOA A and SOA B are up running and active at the same time, connected to the same NPAC regions at the same time, and potentially sending/receiving SOA transactions as the same time.

Working assumptions:

· Network data (NPA-NXX, LRN, Dash-X) will be sent to SOA A & B.

· SOA Requests (e.g., NSP SV Create Request) sent from SOA A will have Responses sent back to SOA A (this is required as SOA B does not have the invoke ID of SOA A’s Request).

· Notifications initiated at the NPAC (e.g., SV StatusAttributeValueChange) will be sent to both SOA A and SOA B, regardless of whether SOA A, SOA B, other SP SOA, NPAC personnel, or NPAC business rules initiated the transaction that led to the notification.

· Functionality applies to two (2) or more SOA connections at the same time.

· Performance expectation is on a per SOA basis, not a per SPID basis.

· Notifications would be recoverable such that if SOA A was not associated and notifications were instead sent to SOA B, that SOA A would be able to get those missed notifications via recovery.

· Service Provider tunables (i.e., “SPIDables”) need to be evaluated to determine which can remain at the Service Provider level, and which would need granularity at the SOA level.



Sep ’12 LNPAWG meeting:

Neustar sent out (8/31/2012) the following note prior to the Sep meeting to facilitate the discussion.

During our analysis of NANC 449 after the discussion at the July 2012 LNPAWG meeting, several questions have come up to which the answers will dictate our next steps with this change order.

Based on the current definition of NANC 449:

1. two or more SOA connections

1. from the same SPID

1. using the same CMIP association function mask information

1. sending/receiving CMIP requests/responses individually

1. receiving NPAC notifications whether or not involved in initial request

Our current NPAC architecture supports the current NPAC requirement (one CMIP association, per SPID, per function mask).  In order to support the 449 notion of two or more, a CMIP change will be required.  Furthermore, the two or more associations must perform the same type of work and support the same optional fields, thereby eliminating the potential for SOA A to support functionality that is different from SOA B for a given SPID.  The functional changes get complicated as we introduce the CMIP changes (e.g., the need for a SOA-Instance-ID to differentiate SOA A from SOA B for items like recovery), and the potential desire to support different message sets.

As an alternative, we have looked at a “relationship” architecture where SOA B uses a different SPID value than the SOA A main SPID value, and within the NPAC we have a “relationship” table that allows B to perform the same functions as A.  For example, a national Service Provider (SPID 2222) is performing an OSP SV Concur.  In one region that message could come from SOA A (2222), and in another region that message could come from SOA B (Y222).  Because the entry in the “relationship” table says that effectively Y222 is the same as 2222, the NPAC edits will accept this message.  For the NSP in both of these ports, they would see the OSP as 2222, thereby not causing confusion that the OSP is Y222.  Additionally, since the “relationship” table is stored solely in the NPAC, this approach does not require 2222 to update any NPAC data to be owned by Y222 (SV ownership still remains with 2222).

Please discuss this internally and be prepared to provide input during the Sep 2012 LNPAWG meeting (change management agenda item):

1. Current 449 definition

0. Higher development level of effort

0. All SOAs must support same functionality

0. Requires CMIP changes to GDMO and ASN.1

1.  “relationship” approach

1. Requires setup of “related” SPID in NPAC data, but not stored in local systems

1. All SOAs can support whatever optional data they wish to support (settings at the SPID level)

1. Does not require CMIP changes

1. Does not require any changes to existing NPAC data (e.g., nothing is changed to be owned by Y222)



Apr ’13:

In preparation for discussion at the May 2013 LNPAWG meeting, Comcast has provided an update to NANC 449.

In addition to multiple connections to the NPAC, the following functionality should be considered in order to support the carrier option of a NANC 449 solution:

1. Add the echo-back of LRN, GTT and Optional data fields in order to achieve consistent and complete data for both instances (SOA A/SOA B).  This will be required because the LRN, GTT and Optional data are expected to originate from a single instance only and are not returned by the NPAC today in the Object Creation Notification.  Hence, the non-originating instance would be missing this information.


2. Add a new field to the New Service Provider Create Request, “Order ID”.  This field, resident in many SOAs today, allows the SOA to coordinate ordering system information with NPAC porting information.  Consideration for other data fields or elements would be included to support use of other SOA systems in use by other service providers.  This new field will be included on both the New Service Provider Create Request and the echo-back information in #1 above to the non-originating instance.  This would ensure multiple  instances of SOA connectivity would contain complete and synchronized data.






May ’13 LNPAWG meeting:

After discussion about having Active-Active SOA connection functionality in the new XML interface defined in NANC 372, the group agreed to include that functionality in this change order.  So, all references for Active-Active SOA will apply to both the CMIP interface and the XML interface.  The group also agreed to change the new SOA field from “Order ID” to “Cross-Reference ID”.  Neustar agreed to add draft requirements to this document to facilitate discussion at the July meeting.



[bookmark: _Toc59881639]Jul ’13 LNPAWG meeting:

The various flavors of echo-back were discussed.  As a result, an additional feature will be added that allows a SOA (whether the initiator of a request, or the non-initator of a request) to indicate a preference on full echo-back for an ObjectCreationNotification and an AttributeValueChangeNotification.






Requirements:

Section 1.2, NPAC SMS Functional Overview

Add a new section that describes the functionality of the Active-Active SOA scenario.  See Description of Change above.

Section 3.1, NPAC SMS Data Models

Add new attributes for the Active-Active SOA (echo-back, cross-reference ID).  See below:



		
NPAC CUSTOMER DATA MODEL



		Attribute Name

		Type (Size) 

		Required

		Description



		[snip]

		

		

		



		NPAC Customer Initiating SOA Supports Full OCN as NSP Indicator

		B

		

		A Boolean that indicates whether the NPAC Customer supports all data in an Object Creation Notification as the New Service Provider from the NPAC SMS to the SOA as the initiator of a request.

The default value is False.



		NPAC Customer Non-Initiating SOA Supports Full OCN as NSP Indicator

		B

		

		A Boolean that indicates whether the NPAC Customer supports all data in an Object Creation Notification as the New Service Provider from the NPAC SMS to the SOA as the non-initiator of a request.

The default value is False.



		NPAC Customer Initiating SOA Supports Full OCN as OSP Indicator

		B

		

		A Boolean that indicates whether the NPAC Customer supports all data in an Object Creation Notification as the Old Service Provider from the NPAC SMS to the SOA as the initiator of a request.

The default value is False.



		NPAC Customer Non-Initiating SOA Supports Full OCN as OSP Indicator

		B

		

		A Boolean that indicates whether the NPAC Customer supports all data in an Object Creation Notification as the Old Service Provider from the NPAC SMS to the SOA as the non-initiator of a request.

The default value is False.



		NPAC Customer Initiating SOA Supports All Modified Attributes as NSP Indicator

		B

		

		A Boolean that indicates whether the NPAC Customer supports all modified data in an Attribute Value Change Notification as the New Service Provider from the NPAC SMS to the SOA as the initiator of a request.

The default value is False.



		NPAC Customer Non-Initiating SOA Supports All Modified Attributes as NSP Indicator

		B

		

		A Boolean that indicates whether the NPAC Customer supports all modified data in an Attribute Value Change Notification as the New Service Provider from the NPAC SMS to the SOA as the non-initiator of a request.

The default value is False.



		NPAC Customer Initiating SOA Supports All Modified Attributes as OSP Indicator

		B

		

		A Boolean that indicates whether the NPAC Customer supports all modified data in an Attribute Value Change Notification as the Old Service Provider from the NPAC SMS to the SOA as the initiator of a request.

The default value is False.



		NPAC Customer Non-Initiating SOA Supports All Modified Attributes as OSP Indicator

		B

		

		A Boolean that indicates whether the NPAC Customer supports all modified data in an Attribute Value Change Notification as the Old Service Provider from the NPAC SMS to the SOA as the non-initiator of a request.

The default value is False.



		NPAC Customer Cross-Reference ID Indicator

		B

		

		A Boolean that indicates whether the NPAC Customer supports Cross-Reference ID in Subscription Version records.

The default value is False.



		[snip]

		

		

		





Table 3-2 NPAC Customer Data Model











		SUBSCRIPTION VERSION DATA MODEL



		Attribute Name

		Type (Size)

		Required

		Description



		[snip]

		

		

		



		[bookmark: _Toc365876004][bookmark: _Toc368562172][bookmark: _Ref377212546][bookmark: _Ref377214451][bookmark: _Ref377214486][bookmark: _Ref379878757][bookmark: _Ref380305391][bookmark: _Ref380561759][bookmark: _Ref380561900][bookmark: _Ref380811299][bookmark: _Ref380811701][bookmark: _Ref411679858][bookmark: _Ref419620543][bookmark: _Ref436023959][bookmark: _Ref436023999][bookmark: _Ref436024023][bookmark: _Ref436024071][bookmark: _Ref377214446][bookmark: _Toc381720300][bookmark: _Toc436023452][bookmark: _Toc436025906][bookmark: _Toc436026066][bookmark: _Toc436037428][bookmark: _Toc437674411][bookmark: _Toc437674744][bookmark: _Toc437674970][bookmark: _Toc437675488][bookmark: _Toc463062923][bookmark: _Toc463063430]Cross-Reference ID

		C ( 25)

		

		An alphanumeric code which identifies an Cross-Reference ID or Cross-Reference Number from the service provider’s ordering system into the SOA.

This optional field may only be specified if the service provider SOA supports Cross-Reference ID.



		[bookmark: _Toc279510778][snip]

		

		

		





Table 3‑6 Subscription Version Data Model






Section 3.2, NPAC Personnel Functionality

Add new requirements for Mass Update/Mass Create that involves echo-back.



Req 1	Mass Update – Active-Active SOA – Notify SOA with all data in the Attribute Value Change Notification to the New Service Provider

NPAC SMS shall allow NPAC Personnel to perform a Mass Update in an Active-Active SOA scenario when the Service Provider SOA Supports All Modified Attributes as NSP Indicator tunable parameter is TRUE, and notify both the SOA A and SOA B of all modified Subscription Version data in the Attribute Value Change Notification when the Service Provider Non-Initiating SOA Supports All Modified Attributes as NSP Indicator tunable parameter is TRUE.

Req 2	Mass Create – Active-Active SOA – Notify SOA with all data in the Object Creation Notification to the New Service Provider

NPAC SMS shall allow NPAC Personnel to perform a Mass Create in an Active-Active SOA scenario when the Service Provider SOA Supports Full OCN as NSP Indicator tunable parameter is TRUE, and notify both the SOA A and SOA B of all Subscription Version data in the Object Creation Notification when the Service Provider Non-Initiating SOA Supports Full OCN as NSP Indicator tunable parameter is TRUE.

Note:  Adding the echo-back of all data in the Object Creation Notification allows both SOA A and SOA B to receive data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).  For a Mass Create performed by NPAC, neither SOA A nor SOA B has this data as it was sent to the NPAC in a request outside of the SOA.



3.9, Service Provider Support Indicators

3.9.x, new section, SOA Echo-Back Indicators



Req 3	Service Provider Initiating SOA Full OCN as NSP Indicator

NPAC SMS shall provide a Service Provider Initiating SOA Full OCN as NSP Indicator tunable parameter which defines whether this SOA as an initiator of a request supports an Object Creation Notification of all data (including routing data and optional data parameters) as the New Service Provider.

Req 4	Service Provider Initiating SOA Full OCN as NSP Indicator Default

NPAC SMS shall default the Service Provider Initiating SOA Full OCN as NSP Indicator to FALSE.

Req 5	Service Provider Initiating SOA Full OCN as NSP Indicator Modification

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Initiating SOA Full OCN as NSP Indicator tunable parameter.

Req 6	Service Provider Non-Initiating SOA Full OCN as NSP Indicator

NPAC SMS shall provide a Service Provider Non-Initiating SOA Full OCN as NSP Indicator tunable parameter which defines whether this SOA as a non-initiator of a request supports an Object Creation Notification of all data (including routing data and optional data parameters) as the New Service Provider.

Req 7	Service Provider Non-Initiating SOA Full OCN as NSP Indicator Default

NPAC SMS shall default the Service Provider Non-Initiating SOA Full OCN as NSP Indicator to FALSE.

Req 8	Service Provider Non-Initiating SOA Full OCN as NSP Indicator Modification

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Non-Initiating SOA Full OCN as NSP Indicator tunable parameter.

Req 69	Service Provider Initiating SOA Full OCN as OSP Indicator

NPAC SMS shall provide a Service Provider Initiating SOA Full OCN as OSP Indicator tunable parameter which defines whether this SOA as an initiator of a request supports an Object Creation Notification of all data (including routing data and optional data parameters) as the Old Service Provider.

Req 710	Service Provider Initiating SOA Full OCN as OSP Indicator Default

NPAC SMS shall default the Service Provider Initiating SOA Full OCN as OSP Indicator to FALSE.

Req 811	Service Provider Initiating SOA Full OCN as OSP Indicator Modification

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Initiating SOA Full OCN as OSP Indicator tunable parameter.

Req 12	Service Provider Non-Initiating SOA Full OCN as OSP Indicator

NPAC SMS shall provide a Service Provider Initiating SOA Full OCN as OSP Indicator tunable parameter which defines whether this SOA as a non-initiator of a request supports an Object Creation Notification of all data (including routing data and optional data parameters) as the Old Service Provider.

Req 13	Service Provider Non-Initiating SOA Full OCN as OSP Indicator Default

NPAC SMS shall default the Service Provider Non-Initiating SOA Full OCN as OSP Indicator to FALSE.

Req 14	Service Provider Non-Initiating SOA Full OCN as OSP Indicator Modification

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Non-Initiating SOA Full OCN as OSP Indicator tunable parameter.

Req 915	Service Provider Initiating SOA Modified Attributes AVC as NSP Indicator

NPAC SMS shall provide a Service Provider Initiating SOA Modified Attributes AVC as NSP Indicator tunable parameter which defines whether this SOA as an initiator of a request supports an Attribute Value Change Notification of all modified  data (including routing data and optional data parameters) as the New Service Provider.

Req 106	Service Provider Initiating SOA Modified Attributes AVC as NSP Indicator Default

NPAC SMS shall default the Service Provider Initiating SOA Modified Attributes AVC as NSP Indicator to FALSE.

Req 117	Service Provider Initiating SOA Modified Attributes AVC as NSP Indicator Modification

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Initiating SOA Modified Attributes AVC as NSP Indicator tunable parameter.

Req 18	Service Provider Non-Initiating SOA Modified Attributes AVC as NSP Indicator

NPAC SMS shall provide a Service Provider Non-Initiating SOA Modified Attributes AVC as NSP Indicator tunable parameter which defines whether this SOA as a non-initiator of a request supports an Attribute Value Change Notification of all modified  data (including routing data and optional data parameters) as the New Service Provider.

Req 19	Service Provider Non-Initiating SOA Modified Attributes AVC as NSP Indicator Default

NPAC SMS shall default the Service Provider Non-Initiating SOA Modified Attributes AVC as NSP Indicator to FALSE.

Req 20	Service Provider Non-Initiating SOA Modified Attributes AVC as NSP Indicator Modification

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Non-Initiating SOA Modified Attributes AVC as NSP Indicator tunable parameter.

Req 1221	Service Provider Initiating SOA Modified Attributes AVC as OSP Indicator

NPAC SMS shall provide a Service Provider Initiating SOA Modified Attributes AVC as OSP Indicator tunable parameter which defines whether this SOA as an initiator of a request supports an Attribute Value Change Notification of all modified data (including routing data and optional data parameters) as the Old Service Provider.

Req 1322	Service Provider Initiating SOA Modified Attributes AVC as OSP Indicator Default

NPAC SMS shall default the Service Provider Initiating SOA Modified Attributes AVC as OSP Indicator to FALSE.

Req 1423	Service Provider Initiating SOA Modified Attributes AVC as OSP Indicator Modification

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Initiating SOA Modified Attributes AVC as OSP Indicator tunable parameter.

Req 24	Service Provider Non-Initiating SOA Modified Attributes AVC as OSP Indicator

NPAC SMS shall provide a Service Provider Initiating SOA Modified Attributes AVC as OSP Indicator tunable parameter which defines whether this SOA as a non-initiator of a request supports an Attribute Value Change Notification of all modified data (including routing data and optional data parameters) as the Old Service Provider.

Req 25	Service Provider Non-Initiating SOA Modified Attributes AVC as OSP Indicator Default

NPAC SMS shall default the Service Provider Non-Initiating SOA Modified Attributes AVC as OSP Indicator to FALSE.

Req 26	Service Provider Non-Initiating SOA Modified Attributes AVC as OSP Indicator Modification

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Non-Initiating SOA Modified Attributes AVC as OSP Indicator tunable parameter.



3.9.x, new section, Cross-Reference ID Indicator



Req 1527	Service Provider SOA Cross-Reference ID Indicator

NPAC SMS shall provide a Service Provider SOA Cross-Reference ID Indicator tunable parameter which defines whether this SOA supports Cross-Reference ID functionality when sending in New Service Provider Create Requests.

Req 1628	Service Provider SOA Cross-Reference ID Indicator Default

NPAC SMS shall default the Service Provider SOA Cross-Reference ID Indicator to FALSE.

Req 1729	Service Provider SOA Cross-Reference ID Indicator Modification

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Cross-Reference ID Indicator tunable parameter.



5.1, Subscription Version Management



Assmpt 1	Changing of Initiating SOA Supports Full OCN Indicators and Non-Initiating SOA Supports Full OCN Indicators while Notifications are Queued

In the event that the Initiating SOA Supports Full OCN as NSP Indicator, or the Initiating SOA Supports Full OCN as OSP Indicator, the Non-Initiating SOA Supports Full OCN as NSP Indicator or the Non-Initiating SOA Supports Full OCN as OSP Indicator is changed from FALSE to TRUE any notifications for the initial active SOA that were already created and are in queue will be sent to just the initial active SOA, and in the event that the Initiating SOA Supports Full OCN as NSP Indicator, or the Initiating SOA Supports Full OCN as OSP Indicator, the Non-Initiating SOA Supports Full OCN as NSP Indicator or the Non-Initiating SOA Supports Full OCN as OSP Indicator is changed from TRUE to FALSE any notifications for both SOAs that were already created and are in queue will be sent to both SOAs.

Assmpt 2	Changing of Initiating SOA Supports Modified Attributes AVC Indicators and Non-Initiating SOA Supports Modified Attributes AVC Indicators while Notifications are Queued

In the event that the Initiating SOA Supports Modified Attributes AVC as NSP Indicator, or the Initiating SOA Supports Modified Attributes AVC as OSP Indicator, the Non-Initiating SOA Supports Modified Attributes AVC as NSP Indicator or the Non-Initiating SOA Supports Modified Attributes AVC as OSP Indicator is changed from FALSE to TRUE any notifications for the initial active SOA that were already created and are in queue will be sent to just the initial active SOA, and in the event that the Initiating SOA Supports Modified Attributes AVC as NSP Indicator, or the Initiating SOA Supports Modified Attributes AVC as OSP Indicator, the Non-Initiating SOA Supports Modified Attributes AVC as NSP Indicator or the Non-Initiating SOA Supports Modified Attributes AVC as OSP Indicator is changed from TRUE to FALSE any notifications for both SOAs that were already created and are in queue will be sent to both SOAs.

Req 30	Subscription Version – Active-Active SOA – Status Change Notifications

NPAC SMS shall, in an Active-Active SOA scenario, for all Subscription Version status changes applicable to SOA A, also notify SOA B.

R5‑16	Create Inter-Service Provider (non-PTO) Subscription Version - New Service Provider Optional input data

NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port, when the Porting to Original flag is set to False:  (reference NANC 399)

· Billing Service Provider ID

· End‑User Location ‑ Value

· End‑User Location ‑ Type

· Alternative SPID (if supported by the Service Provider SOA)

· Last Alternative SPID (if supported by the Service Provider SOA)

· Voice URI (if supported by the Service Provider SOA)

· MMS URI (if supported by the Service Provider SOA)

· SMS URI (if supported by the Service Provider SOA)

· Cross-Reference ID (if supported by the Service Provider SOA)

Req 1831	Create Subscription Version – Cross-Reference ID

NPAC SMS shall accept the following optional field from NPAC Personnel or the new Service Provider upon Subscription Version creation, when the Porting to Original flag is set to True:

· Cross-Reference ID (if supported by the Service Provider SOA)

Req 1932	Create Subscription Version – Active-Active SOA – Notify Non-Initiating SOA with all data in the Object Creation Notification to the New Service Provider

NPAC SMS shall, in an Active-Active SOA scenario when the Service Provider Non-Initiating SOA Supports Full OCN as NSP Indicator tunable parameter is TRUE, notify the non-originating SOA of all Subscription Version data in the Object Creation Notification.

Note:  Adding the echo-back of all data in the Object Creation Notification allows the non-originating SOA to receive data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).  The originating SOA already has this data as it was sent to the NPAC in the request.

Req 33	Create Subscription Version – Active-Active SOA – Notify Initiating SOA with all data in the Object Creation Notification to the New Service Provider

NPAC SMS shall, in an Active-Active SOA scenario when the Service Provider Initiating SOA Supports Full OCN as NSP Indicator tunable parameter is TRUE, notify the originating SOA of all Subscription Version data in the Object Creation Notification.

Req 2034	Create Subscription Version – Active-Active SOA – Notify Non-Initiating SOA with all data in the Object Creation Notification to the Old Service Provider

NPAC SMS shall, in an Active-Active SOA scenario when the Service Provider Non-Initiating SOA Supports Full OCN as OSP Indicator tunable parameter is TRUE, notify the non-originating SOA of all Subscription Version data in the Object Creation Notification.

Note:  Adding the echo-back of all data in the Object Creation Notification allows the non-originating SOA to receive data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).  The originating SOA already has this data as it was sent to the NPAC in the request.

Req 35	Create Subscription Version – Active-Active SOA – Notify Initiating SOA with all data in the Object Creation Notification to the Old Service Provider

NPAC SMS shall, in an Active-Active SOA scenario when the Service Provider Initiating SOA Supports Full OCN as OSP Indicator tunable parameter is TRUE, notify the originating SOA of all Subscription Version data in the Object Creation Notification.

Req 2136	Create Subscription Version – Active-Active SOA – Notify Non-Initiating SOA with all modified data in an Attribute Value Change Notification to the New Service Provider

NPAC SMS shall, in an Active-Active SOA scenario when the Service Provider Non-Initiating SOA Supports All Modified Attributes as NSP Indicator tunable parameter is TRUE, notify the non-originating SOA of all modified Subscription Version data in the Attribute Value Change Notification.

Note:  Adding the echo-back of all modified data in the Attribute Value Change Notification (second Create of an SV, or modify-pending of an SV) allows the non-originating SOA to receive data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).

Req 37	Create Subscription Version – Active-Active SOA – Notify Initiating SOA with all modified data in an Attribute Value Change Notification to the New Service Provider

NPAC SMS shall, in an Active-Active SOA scenario when the Service Provider Initiating SOA Supports All Modified Attributes as NSP Indicator tunable parameter is TRUE, notify the originating SOA of all modified Subscription Version data in the Attribute Value Change Notification.

Req 2238	Create Subscription Version – Active-Active SOA – Notify Non-Initiating SOA with all modified data in an Attribute Value Change Notification to the Old Service Provider

NPAC SMS shall, in an Active-Active SOA scenario when the Service Provider Non-Initiating SOA Supports All Modified Attributes as OSP Indicator tunable parameter is TRUE, notify the non-originating SOA of all modified Subscription Version data in the Attribute Value Change Notification.

Note:  Adding the echo-back of all modified data in the Attribute Value Change Notification (second Create of an SV, or modify-pending of an SV) allows the non-originating SOA to receive data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).

Req 39	Create Subscription Version – Active-Active SOA – Notify Initiating SOA with all modified data in an Attribute Value Change Notification to the Old Service Provider

NPAC SMS shall, in an Active-Active SOA scenario when the Service Provider Initiating SOA Supports All Modified Attributes as OSP Indicator tunable parameter is TRUE, notify the originating SOA of all modified Subscription Version data in the Attribute Value Change Notification.

R5‑31.3	Modify Subscription Version - Successful Modification Notification

NPAC SMS shall send an appropriate message to the old and new Service Providers upon successful modification of a Subscription Version.

Note:  Pending Subscription Version notifications for pseudo-LRN are only sent if the NPAC Customer SOA Pseudo-LRN Indicator is set to TRUE and the NPAC Customer SOA Pseudo-LRN Notification Indicator is set to TRUE.

Note:  Pending Subscription Version notifications for active-active SOA scenarios may include all Subscription Version data as defined by the Service Provider Initiating SOA Supports All Modified Attributes as NSP Indicator, Service Provider Non-Initiating SOA Supports All Modified Attributes as NSP Indicator, Service Provider Initiating SOA Supports All Modified Attributes as OSP Indicator, or Service Provider Non-Initiating SOA Supports All Modified Attributes as OSP Indicator.

R5-40.3	Modify Active Subscription Version - Modification Success User Notification

NPAC SMS shall notify the originating user indicating successful modification of an active Subscription Version.

Note:  Active Subscription Version notifications for active-active SOA scenarios may include all Subscription Version data as defined by the Service Provider Initiating SOA Supports All Modified Attributes as NSP Indicator, Service Provider Non-Initiating SOA Supports All Modified Attributes as NSP Indicator, Service Provider Initiating SOA Supports All Modified Attributes as OSP Indicator, or Service Provider Non-Initiating SOA Supports All Modified Attributes as OSP Indicator.




IIS:

Update section 2.2 (updated text in yellow highlight).

Multiple associations per service provider to the NPAC SMS can be supported when using either the same (SOA) or different (SOA and LSMS) function masks.  The secure association establishment is described in Section 5.



Update section 5.6 (updated text in yellow highlight).

[bookmark: _Toc116975748][bookmark: _Toc294800220]One or more Association(s) for SOA, Single Association for SOA/LSMS

A SOA system may connect to the NPAC SMS with one or more association(s) for the same function (same bit mask).  The NPAC SMS will continue to use any previous associations that use that same function.

An SOA/LSMS system may connect to the NPAC SMS with one association for the same function (same bit mask).  The NPAC SMS will abort any previous associations that use that same function.





GDMO:

No Change Required.





ASN.1:

No Change Required.





XML:

TBD.
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Business Need

An Inactive SPID is being used, causing SV data issues.

In some cases, upon completion of the pre-port process (LSR/FOC, WPR/WPRR), the Service Provider currently serving the TN (soon to be the Old SP) immediately submits a “release” message to the NPAC (Old SP Create Subscription Version Request).  Consequently, a pending SV is established at the NPAC based on this Request.

Sometimes, the Old SP replies on the New SP name to select the SPID value to enter on its “release” message to the NPAC.  Because some SPs have more than one valid SPID at the NPAC, the Old SP might not select the New SP SPID value that was included on the LSR, but a different SPID value for the same Service Provider.  Further complicating the port transaction, the New SP SPID entered by the Old SP may be a SPID that the New SP has decomissioned.  Untangling the message involves substantial manual effort and results in a delay in establishing the consumer's new telephone service.

Current NPAC business rules require that the NPAC retain a SPID as long as it is associated with any network data, such as an LRN, or it appears in any active-like SV record.  That is, even if the SPID appears only as the "Old SP" in an SV record, the SPID cannot be decommissioned in the NPAC in such a way that the error described above can be prevented.  Hence, the “inactive” SPID is not inactive in the NPAC.

The business need is to provide some mechanism that would disallow the use of a SPID that has been decommissioned by the Service Provider, but still remains in the NPAC because of the current business rules.



Description of Change:

This change order is being created to resolve the issue of incorrectly using an “inactive” SPID.

The proposed change is to allow a SPID to be deleted if it is listed as the Old SP on an active-like SV.  This change would not affect functionality in the NPAC (ability to port, PTO) as this decommissioned SPID does not own any codes, pooled blocks, or SVs.  Yet, it would prevent the incorrect usage/reference of this decommissioned SPID when creating new SVs.

There are both a short-term solution and a long-term solution to this “inactive” SPID delete scenario where the only data that exists for this decommissioned SPID are the active-like SVs where they are the Old SP value.  In the description below, the decommissioned SPID is 1111, and the newer/current a temporary placeholder SPID for the Service Provider (not used by any Service Provider in that region) is 2222:

1. Short-term – Execute a script during the maintenance window (or a pre-defined and agreed-upon window while the system is up and running) that performs a work-around for the current requirements functionality.  At a high-level, this would involve the following:

a. Clean-up any pending SVs that list 1111 as the new SP.

b. Enter maintenance.

c. Update the Old SP value from 1111 to 2222 on the applicable SVs.

d. Delete 1111 (this will cause the delete download to all Service Providers).

e. Restore the Old SP value from 2222 to 1111 on the applicable SVs.

f. Bring the region back up.

g. All Service Providers will recover the delete download.

h. Decommissioned SPID 1111 is no longer valid for SV create messages.

2. Long-term – Discuss two options (2a and 2b), then decide.  Make corresponding software changes to the NPAC:

a. Allow the delete of a SPID in the NPAC, even when there are active SVs that use that SPID value in the Old SP field.

b. Add an NPAC setting/status that prevents a SPID from being specified in the New SP field on SV Create messages.

c. During the July 2013 LNPA WG meeting, it was decided by the group that there was benefit to having both 2a and 2b for the long-term solution.  As such, new requirements will be added to this document.


[bookmark: _Toc59881639]Requirements:

TBD.

Existing Requirements.

(RR4-3.1 is not changing, but is included for reference purposes to define “affected” SVs in R4-22.1, R4-22.2, and R4-22.3)

RR4-3.1	Removal of NPA-NXX – Subscription Version Check

NPAC SMS shall allow removal of an NPA-NXX by NPAC personnel only if no Subscription Versions, except for Old without a Failed SP List or Canceled Subscription Versions, exist for the NPA-NXX.

R4-22.1	No Subscription Versions during Service Provider Delete

NPAC SMS shall perform the deletion of the Service Provider data, notify the user that the deletion request was successful, if there are no affected Subscription Versions, and write the Service Provider data to a history file.

Note:  The Subscription Versions that are allowed to exist include Cancelled, Old with an empty Failed SP List, and Active where the Old Service Provider value is the SPID.

R4-22.2	Subscription during Service Provider Delete

NPAC SMS shall notify the user that the request to delete the Service Provider data cannot be completed until the affected individual Subscription Versions are modified, if affected Subscription Versions are found.

Note:  The Subscription Versions that are allowed to exist include Cancelled, Old with an empty Failed SP List, and Active where the Old Service Provider value is the SPID.

R4-22.3	Service Provider subscription restrictions during Network Data Delete.

NPAC SMS shall determine if there are any Subscription Versions being affected by the NPA-NXX and/or LRN data being deleted.

Note:  The Subscription Versions that are allowed to exist include Cancelled, and Old with an empty Failed SP List.

R5-18.5	Create Subscription Version - Service Provider ID Validation

NPAC SMS shall verify that the old and new Service Provider IDs exist in the NPAC SMS system and are available for porting, upon Subscription Version creation for an Inter-Service Provider port.

New Requirements.

Req 1	Service Provider – No new Subscription Versions as New Service Provider

NPAC SMS shall allow NPAC personnel to mark a Service Provider as not-available for use as the New Service Provider in Subscription Versions Create Requests.

Req 2	Create “Intra-Service ” Subscription Version - Service Provider ID Validation

NPAC SMS shall verify that the old and new Service Provider IDs exist in the NPAC SMS system and are available for porting, upon Subscription Version creation for an Intra-Service Provider port.





IIS:

No Change Required.

Flow B.3.2, Service Provider Deletion by the NPAC.

Check the database to see if the service provider has associated with it NPA-NXX data, LRN data, or subscription versions with status other than old with an empty failed SP List cancelled, or Active where the Old Service Provider value is the SPID.  If so, deny the request.





XIS:

No Change Required.





GDMO:

No Change Required.





ASN.1:

No Change Required.





XML:

No Change Required.
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Business Need

During the discussion of NANC 372 and the XML Interface, it was stated that two types of messages in the CMIP interface were not used:

1. The NPAC does not use the CMIP message to indicate scheduled downtime.

2. The SOA and LSMS do not use the CMIP message for creating their own NPA-NXX Filters

For scheduled downtime, Neustar has contractual arrangements with the NAPM and the CLNPC on the dates and times involved in regularly scheduled downtime (Sunday morning, various durations).  Therefore a CMIP message mechanism is not needed.

For NPA-NXX Filters, all Service Providers utilize the NPAC Help Desk procedures where NPAC Personnel manage NPA-NXX Filters for the given Service Providers.  Although part of the original system design, Neustar is unaware of any Service Provider that has the self-management of NPA-NXX Filters in their local systems today.



Description of Change:

This change order is being created to remove unused CMIP messages from the NPAC.

The proposed change is to delete the following:

1. The notification, lnpNPAC-SMS-Operational-Information.  This is sent from the NPAC to the SOA, and the NPAC to the LSMS.

2. The management of the lsmsFilterNPA-NXX object.  This includes both creating (M-CREATE Request) and deleting (M-DELETE Request).









[bookmark: _Toc59881639]Requirements:

Remove narrative and requirements.

2.5, Disaster Recovery and Backup Process.

3.6.1 NPA-NXX Level Filters, RR3-5, RR3-6.

6.7.1, Notification Recovery, lnpNPAC-SMS-Operational-Information.

Appendix E, Download Files, lnpNPAC-SMS-Operational-Information.





IIS:

Remove narrative and flows.

Several references to lnpNPAC-SMS-Operational-Information.

Reference to LSMS Filter NPA-NXX Create.

Reference to LSMS Filter NPA-NXX Delete.

Flow B.8.1, SOW/Local SMS Notification of Scheduled NPAC Downtime.

Flows in B.6, LSMS Filter NPA-NXX Scenarios (SOA/LSMS Create and Delete their own NPA-NXX Filters).



XIS:

No Change Required.





GDMO:

Remove objects, notifications, and behavior description.

Several references to lnpNPAC-SMS-Operational-Information.

Several references to SOA/LSMS creating or deleting their own lsmsFilterNPA-NXX data.



ASN.1:

Remove references.

Several refences to lnp-npac-sms-operational-information.



XML:

No Change Required.
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Business Need

During the May 2013 LNPA WG meeting, participants discussed a pending request for a SPID Migration of 840,000 SV records, that included 880 Number Pool Blocks.  Since all LSMSs are now EDR, the actual number of records to be updated was approximately 1000, and not 840,000, but the SPID Migration needed exception processing because it exceeded the TN threshold of 500,000.  This led to a July 2013 LNPA WG discussion about the “count” method.  The consensus of the WG was that in the current all-EDR environment, the quantity of pooled SVs is no longer relevant, and as such the count should use Number Pool Block records and not pooled SV records.



Description of Change:

This change order is being created to change the definition of TN threshold for a SPID Migration.  Pooled SVs will no longer be factored into the count of SV records affected by a SPID Migration.




[bookmark: _Toc59881639]Requirements:

(no actual requirement is updated, just a note under requirement RR3-612.  All requirements related to quota are included here for context)



RR3-602	SPID Migration Update – Quota Management

NPAC SMS shall apply quota to SPID Migration operations for Total US SPID Migrations, Total Regional Migrations, and Regional SV Counts when NPAC Personnel approve a SPID migration.  (previously NANC 408, Req X34)

RR3-603	SPID Migration Update – Quota Management – Quota Exceeded Rejection for Service Provider Personnel

NPAC SMS shall check quota to SPID Migration operations when a Service Provider creates or modifies a SPID Migration and reject the request if any of the quotas have been exceeded.  (previously NANC 408, Req X35)

RR3-604	SPID Migration Update – Quota Management – Quota Exceeded Warning for NPAC Personnel

NPAC SMS shall check quota to SPID Migration operations when NPAC Personnel creates or modifies a SPID Migration and provide a warning if any of the quotas have been exceeded.  (previously NANC 408, Req X35.5)

RR3-605	SPID Migration Update – Quota Management – Quota Exceeded Warning Content

NPAC SMS shall include the Pending and Approved counts for all exceeded quotas in the Quota Exceeded Warning Message.  (previously NANC 408, Req X36)

RR3-606	SPID Migration Update – Migration Quota Tunable Parameter

NPAC SMS shall provide a SPID Migration Quota tunable parameter, which is defined as the maximum number of SPID Migration timeslots within a region for a given SPID Migration maintenance window.  (previously NANC 408, Req 27)

RR3-607	SPID Migration Update – Migration Quota Tunable Parameter Default

NPAC SMS shall default the SPID Migration Quota tunable parameter to seven (7) migrations.  (previously NANC 408, Req 28)

RR3-608	SPID Migration Update – Migration Quota Tunable Parameter Modification

NPAC SMS shall allow NPAC SMS Personnel, via the NPAC Administrative Interface, to modify the SPID Migration Quota tunable parameter.  (previously NANC 408, Req 29)

RR3-609	SPID Migration Update – All Regions Migration Quota Tunable Parameter

NPAC SMS shall provide an All Regions SPID Migration Quota tunable parameter, which is defined as the maximum number of SPID Migrations timeslots for all regions for a given SPID Migration maintenance window.  (previously NANC 408, Req 30)

RR3-610	SPID Migration Update – All Regions Migration Quota Tunable Parameter Default

NPAC SMS shall default the All Regions SPID Migration Quota tunable parameter to twenty-five (25) migrations.  (previously NANC 408, Req 31)

RR3-611	SPID Migration Update – All Regions Migration Quota Tunable Parameter Modification

NPAC SMS shall allow NPAC SMS Personnel, via the NPAC Administrative Interface, to modify the All Regions SPID Migration Quota tunable parameter.  (previously NANC 408, Req 32)

RR3-612	SPID Migration Update – SV Quota Tunable Parameter

NPAC SMS shall provide a SPID Migration SV Quota tunable parameter, which is defined as the maximum number of SVs within a region for a given SPID Migration maintenance window.  (previously NANC 408, Req 35)

NOTE:  The number includes both ported and pooled SVs.  The number of pooled SVs are NOT included.

NOTE:  The quantity of SVs can be dynamic, so the quantity is based on the number of SVs for a given migration at the time of the SPID Migration request.  For subsequent migrations in a given window, the previous SPID Migration SV quantities are not recalculated.  Modifying a SPID Migration will cause SV quantities to be recalculated.

RR3-613	SPID Migration Update – SV Quota Tunable Parameter Default

NPAC SMS shall default the SPID Migration SV Quota tunable parameter to five hundred thousand (500,000) SVs.  (previously NANC 408, Req 36)

RR3-614	SPID Migration Update – SV Quota Tunable Parameter Modification

NPAC SMS shall allow NPAC SMS Personnel, via the NPAC Administrative Interface, to modify the SPID Migration SV Quota tunable parameter.  (previously NANC 408, Req 37)





IIS:

No Change Required.





GDMO:

No Change Required.





ASN.1:

No Change Required.





XIS:

No Change Required.





XSD:

No Change Required.
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Business Need

The FCC has recently authorized a trial to enable Class 2 Interconnected VoIP providers to obtain their own NANP numbering resources directly from the NANPA and PA.  Previously, these VoIP providers had access only to the numbering resources of the PSTN Service Providers.  The Class 2 Interconnected VoIP providers partipating in the trial will have an "SP User" status rather than remaining as a "PTRS User" and will require an SP Type category different from the non-carrier value used for PTRS Users.  The previous NPAC designation of Service Provider Type and Subscription Version Type consquently require updating to reflect the participation of some Class 2 Interconected VoIP providers in the FCC's VoIP numbering trials.



Description of Change:

This change order is being created to update SP Type and SV Type in the NPAC.






[bookmark: _Toc59881639]Requirements:

Update the data model for the SP Type and SV Type.

3.1.2 [bookmark: _Toc368561341][bookmark: _Toc368728286][bookmark: _Toc381720019][bookmark: _Toc436023345][bookmark: _Toc436025408][bookmark: _Toc294799941]  NPAC Customer Data

NPAC Customer Data contains information about NPAC customers participating in the LNP service. The data items that need to be administered by NPAC Customer Data Management are represented in the tables that follow:

NOTE: A check in the “Required” column means that this attribute must exist in the record before the record is considered useable.

		
NPAC CUSTOMER DATA MODEL



		Attribute Name

		Type (Size) 

		Required

		Description



		NPAC Customer ID

		C (4)

		

		An alphanumeric code which uniquely identifies an NPAC Customer.



		NPAC Customer Name

		C (40)

		

		A unique NPAC Customer Name.



		[snip]

		

		

		



		Current shown below:

		

		

		



		Service Provider Type

		E

		

		Enumeration indicating what type of service provider the NPAC Customer is:

· Wireline (0)

· Wireless (1)

· Non-Carrier (2) 

· Class 1 Interconnected VoIP (3)

· SP Type 4 (4) (supported by the interface, but not accepted until industry use defined)

· SP Type 5 (5) (supported by the interface, but not accepted until industry use defined)



		[snip]

		

		

		



		[bookmark: _Ref377535716][bookmark: _Ref377264767][bookmark: _Toc381720297][bookmark: _Toc436023448][bookmark: _Toc436025902][bookmark: _Toc436026062][bookmark: _Toc436037424][bookmark: _Toc437674407][bookmark: _Toc437674740][bookmark: _Toc437674966][bookmark: _Toc437675484][bookmark: _Toc463062919][bookmark: _Toc463063426][bookmark: _Toc279510774][bookmark: _Toc365876001][bookmark: _Toc368562169]New text below:

		

		

		



		Service Provider Type

		E

		

		Enumeration indicating what type of service provider the NPAC Customer is:

· Wireline (0)

· Wireless (1)

· Non-Carrier (2) 

· Class 1 Interconnected VoIP provider.  Also, Class 2 interconnected VoIP provider, eligible for direct assignment of NANP numbering resources from the NANPA and PA. (3)

· SP Type 4 (4) (supported by the interface, but not accepted until industry use defined)

· SP Type 5 (5) (supported by the interface, but not accepted until industry use defined)





Table 3‑2 NPAC Customer Data Model










3.1.3 [bookmark: _Toc365874855][bookmark: _Toc367618257][bookmark: _Toc368561342][bookmark: _Toc368728287][bookmark: _Toc381720020][bookmark: _Toc436023346][bookmark: _Toc436025409][bookmark: _Toc294799942]  Subscription Version Data

Subscription Version Data consists of information about the ported TNs.  The data items that need to be administered by Subscription Version Data Management functions are identified in the table that follows:

		SUBSCRIPTION VERSION DATA MODEL



		Attribute Name

		Type (Size)

		Required

		Description



		Version ID

		N

		

		A unique sequential number assigned upon creation of the Subscription Version.



		LRN

		TN

		

		The LRN is an identifier for the switch on which portable NPA-NXXs reside.



		[snip]

		

		

		



		Current shown below:

		

		

		



		SV Type

		E

		

		Subscription Version Type.  Valid enumerated values are:

· Wireline – (0)

· Wireless – (1)

· Class 2 Interconnected VoIP – (2)

· VoWIFI – (3)

· Prepaid Wireless – (4)

· Class 1 Interconnected VoIP – (5)

· SV Type 6– (6)

This field is only required if the service provider supports SV Type data.



		[snip]

		

		

		



		New text below:

		

		

		



		SV Type

		E

		

		Subscription Version Type.  Valid enumerated values are:

· Wireline – (0)

· Wireless – (1)

· Class 2 Interconnected VoIP – (2)

· VoWIFI – (3)

· Prepaid Wireless – (4)

· Class 1 Interconnected VoIP provider.  Also, Class 2 interconnected VoIP provider, eligible for direct assignment of NANP numbering resources from the NANPA and PA. – (5)

· SV Type 6– (6)

This field is only required if the service provider supports SV Type data.





[bookmark: _Toc365876004][bookmark: _Toc368562172][bookmark: _Ref377212546][bookmark: _Ref377214451][bookmark: _Ref377214486][bookmark: _Ref379878757][bookmark: _Ref380305391][bookmark: _Ref380561759][bookmark: _Ref380561900][bookmark: _Ref380811299][bookmark: _Ref380811701][bookmark: _Ref411679858][bookmark: _Ref419620543][bookmark: _Ref436023959][bookmark: _Ref436023999][bookmark: _Ref436024023][bookmark: _Ref436024071][bookmark: _Ref377214446][bookmark: _Toc381720300][bookmark: _Toc436023452][bookmark: _Toc436025906][bookmark: _Toc436026066][bookmark: _Toc436037428][bookmark: _Toc437674411][bookmark: _Toc437674744][bookmark: _Toc437674970][bookmark: _Toc437675488][bookmark: _Toc463062923][bookmark: _Toc463063430][bookmark: _Toc279510778]Table 3‑6 Subscription Version Data Model











IIS:

No Change Required.



XIS:

No Change Required.








GDMO:

Update for SP Type and SV Type.



Current shown below:

-- 151.0 LNP Service Provider Type



serviceProviderType ATTRIBUTE

    WITH ATTRIBUTE SYNTAX LNP-ASN1. ServiceProviderType;

    MATCHES FOR EQUALITY;

    BEHAVIOUR serviceProviderTypeBehavior;

    REGISTERED AS {LNP-OIDS.lnp-attribute 151};



serviceProviderTypeBehavior BEHAVIOUR

    DEFINED AS !

        This attribute is used to specify the service provider types. The

        valid values are: wireline, wireless, non-carrier, and class 1

        Interconnected VoIP.

!;






--

-- 153.0 Subscription Version SV Type

--

subscriptionSvType ATTRIBUTE

    WITH ATTRIBUTE SYNTAX LNP-ASN1.SVType;

    MATCHES FOR EQUALITY, ORDERING;

    BEHAVIOUR subscriptionSvTypeBehavior;

    REGISTERED AS {LNP-OIDS.lnp-attribute 153};



subscriptionSvTypeBehavior BEHAVIOUR

    DEFINED AS !

        This attribute is used to specify the subscription version

        type.



        The possible values are:



            0 : wireline

            1 : wireless

            2 : class2InterconnectedVoIP

            3 : voWiFi

            4 : prepaid-wireless

            5 : class1InterconnectedVoIP

            6 : sv-type-6

            7 : sv-type-7

            8 : sv-type-8

            9 : sv-type-9

!;  







New text below:

-- 151.0 LNP Service Provider Type



serviceProviderType ATTRIBUTE

    WITH ATTRIBUTE SYNTAX LNP-ASN1. ServiceProviderType;

    MATCHES FOR EQUALITY;

    BEHAVIOUR serviceProviderTypeBehavior;

    REGISTERED AS {LNP-OIDS.lnp-attribute 151};



serviceProviderTypeBehavior BEHAVIOUR

    DEFINED AS !

        This attribute is used to specify the service provider types. The

        valid values are: wireline, wireless, non-carrier, and class 1

        Interconnected VoIP along with class 2 interconnected VoIP eligible

        for direct assignment of NANP numbering resources from the NANPA

        and PA.

!;






--

-- 153.0 Subscription Version SV Type

--

subscriptionSvType ATTRIBUTE

    WITH ATTRIBUTE SYNTAX LNP-ASN1.SVType;

    MATCHES FOR EQUALITY, ORDERING;

    BEHAVIOUR subscriptionSvTypeBehavior;

    REGISTERED AS {LNP-OIDS.lnp-attribute 153};



subscriptionSvTypeBehavior BEHAVIOUR

    DEFINED AS !

        This attribute is used to specify the subscription version

        type.



        The possible values are:



            0 : wireline

            1 : wireless

            2 : class2VoIP-noNumAssgnmt

            3 : voWiFi

            4 : prepaid-wireless

            5 : class1And2VoIP-WithNumAssgnmt

            6 : sv-type-6

            7 : sv-type-7

            8 : sv-type-8

            9 : sv-type-9

!;  










ASN.1:

Update for SP Type and SV Type.

Current shown below:

ServiceProviderType ::= ENUMERATED {

    wireline                   (0),

    wireless                   (1),

    non-carrier                (2),

    class1InterconnectedVoIP   (3),

    sp-type-4                  (4),

    sp-type-5                  (5)

}





SVType ::= ENUMERATED {

    wireline                   (0),

    wireless                   (1),

    class2InterconnectedVoIP   (2),

    voWiFi                     (3),

    prepaid-wireless           (4),

    class1InterconnectedVoIP   (5),

    sv-type-6                  (6),

    sv-type-7                  (7),

    sv-type-8                  (8),

    sv-type-9                  (9)

}





New text below:

ServiceProviderType ::= ENUMERATED {

    wireline                      (0),

    wireless                      (1),

    non-carrier                   (2),

    class1And2VoIP-WithNumAssgnmt (3),

    sp-type-4                     (4),

    sp-type-5                     (5)

}





SVType ::= ENUMERATED {

    wireline                      (0),

    wireless                      (1),

    class2VoIP-noNumAssgnmt       (2),

    voWiFi                        (3),

    prepaid-wireless              (4),

    class1And2VoIP-WithNumAssgnmt (5),

    sv-type-6                     (6),

    sv-type-7                     (7),

    sv-type-8                     (8),

    sv-type-9                     (9)

}







XML:

No Change Required.
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Business Need

During the May 2013 LNPA WG meeting, participants discussed the five-day porting interval for the first port in an NPA-NXX.  The interval was established to allow time for service providers to change switch translations to query calls for that NPA-NXX.  This eliminated the need to query on NPA-NXXs that had no ported numbers.  The consensus of the WG was the waiting period is no longer needed and to eliminate the five-day first port interval.  The first port notification will still be sent.



Description of Change:

This change order is being created to update the waiting interval in the NPAC for the first activity in an NPA-NXX (either port of a TN, or creation of an NPA-NXX-X).  Based on the current NPAC design, the interval can be set to zero (0) for SVs (i.e., no waiting period), but for the NPA-NXX-X the minimum is one (1).  With this change, the NPA-NXX-X would also be able to be set to zero (0).

This will make the NPAC software consistent with the updated NANC Operations Flows (V4.2.1) where the five-day waiting period language was removed.


[bookmark: _Toc59881639]Requirements:

RR3-474	NPA-NXX Availability – First Usage Effective Date Window – Tunable Parameter

NPAC SMS shall provide a First Usage Effective Date Window tunable parameter, which is defined as the minimum length of time between the current date (exclusive) and the effective date/due date (inclusive), when creating a NPA-NXX-X (excluding pseudo-LRN) or Subscription Version (excluding pseudo-LRN) for the first time within that NPA-NXX.  (previously NANC 394, Req 1)

RR3-475	NPA-NXX Availability – First Usage Effective Date Window – Tunable Parameter Default

NPAC SMS shall default the First Usage Effective Date Window tunable parameter to five (5) business days.  (previously NANC 394, Req 2)

Note:  The value of five (5) business days is selected because of the first port notification, since this would affect SPs operationally if this value is set to less than five business days.  Updated: 7/09/2013, the LNPA WG reached consensus that this waiting period is no longer needed.  The value of the this tunable parameter will be set to zero (0), thereby effectively turning off the waiting period.

RR3-476	NPA-NXX Availability – First Usage Effective Date Window – Tunable Parameter Modification

NPAC SMS shall allow NPAC SMS Personnel, via the NPAC Administrative Interface, to modify the NPA-NXX Availability First Usage Effective Date Window tunable parameter.  (previously NANC 394, Req 2.5)



Appendix C, System Tunables, change minimum from 5 to 0.



		BLOCK TUNABLES



		Tunable Name

		Default Value

		Units

		Valid Range



		NPA-NXX Availability – First Usage Effective Date Window

		5

		days

		50-360



		The minimum length of time between the Creation date (exclusive) and the effective date/due date (inclusive), when creating a NPA-NXX-X (excluding pseudo-LRN) or Subscription Version (excluding pseudo-LRN) for the first time within that NPA-NXX.





[bookmark: _Toc279510795]Table C–6 -- Block Tunables



IIS:

No Change Required.





GDMO:

No Change Required.





ASN.1:

No Change Required.





XIS:

No Change Required.





XSD:

No Change Required.
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(NOTE:  all references in this document to “T1” refers to a T1 Network Connection, not a T1 Timer in the NPAC)



Business Need:

Currently, the NPAC is configured to support dedicated circuits consisting of T1s or Fractional T1s.  As implementations of Next-Generation Networks increase and the use of Ethernet connectivity expands, Service Providers are beginning to encounter situations where T1 or DS3 connections are not available and the only type of connection option is via Ethernet.

In order to support technological changes, NPAC connections need to support Ethernet in addition to current T1 technology.



Description of Change:

This change order is being created to analyze and document the feasibility and timing of adding Ethernet Connectivity support to the NPAC interfaces for SOA/LSMS.

The current NPAC Connectivity Requirements allow for the use of T1s or Fractional T1s.

With this change order, a Service Provider may choose to use an Ethernet Connection to communicate with the NPAC.

The analysis should consider:

· Performance of Ethernet connections

· Reliability of Ethernet connections

· Automatic fail-over of Ethernet connections

· Impacts to the Service Provider’s network and network equipment

· Impacts to the Service Provider’s SOAs and LSMSs

· Impacts to Neustar’s network and network equipment

· Impacts to the NPAC





Requirements:

FRS section 6.4.1 Protocol Requirements.  Add Ethernet at Physical and possibly Data Link layer in R6-24.  This would allow the Service Provider to have the option to connect via Ethernet and take advantage of the latest advances in IP technology.



R6-24	Interface protocol stack

Both of the NPAC SMS interfaces, as defined above, shall be implemented via the following protocol stack:

		INTERFACE PROTOCOL STACK



		Application

		CMISE, ACSE, ROSE



		Presentation

		ANSI T1.224



		Session:

		ANSI T1.224



		Transport:

		TCP, RFC1006



		Network:

		IP



		Link

		PPP, MAC, Frame Relay, ATM (IEEE 802.3)



		Physical

		DS1, DS-0 x n , V.34





[bookmark: _Toc365876007][bookmark: _Toc367618864][bookmark: _Toc368562175][bookmark: _Toc381720305][bookmark: _Toc436023457][bookmark: _Toc436025912][bookmark: _Toc436026072][bookmark: _Toc436037434][bookmark: _Toc437674417][bookmark: _Toc437674750][bookmark: _Toc437674976][bookmark: _Toc437675494][bookmark: _Toc463062928][bookmark: _Toc463063435][bookmark: _Toc279510789]Table 6‑1  Interface Protocol Stack





IIS:

A similar table in 2.2 OSI Protocol Support would be updated to include Ethernet.





GDMO:

No updates required.





ASN.1:

No updates required.
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NPAC Ethernet Private Line Connectivity







1



2

 









3

 









Choose your own long haul Ethernet provider… but cross connect into Neustar datacenters must be with a Neustar approved Ethernet provider. (Same as today)  



Neustar is currently working with 4 local Ethernet providers at Sterling & Charlotte to identify and build the appropriate infrastructure into each datacenter.  We will provide two cross connect options into each datacenter when completed. (Improvement: 2 options vs. 1 option today)       



Neustar recommends using different Ethernet providers in Sterling & Charlotte for route diversity. (Same as today)



Choose any increment of bandwidth up to 10 Megabits. (Max is1.5 with a T1)



Neustar highly recommends the use of eBGP for connectivity failure detection & seamless failover.  (Same as today) 



Mandatory Minimum Connectivity Requirements are still in play for the Ethernet Private Line option.  (Same as today)

MCR 1 – Redundant Circuits (1 to Sterling & 1 to Charlotte), 

MCR 2 – Separate Originating Local Loops 

MCR 3 – Public IP Addresses  











Ethernet Private Line - Details

4







Ethernet Private Line - Next Steps

5

Request SOW 



Short Term Solution:  Operational within 30 days of SOW signature.

Ethernet connectivity directly into NeuStar datacenters at a corporate level

Upon completion of Long Term Solution, all connections must be migrated to NPAC specific Ethernet infrastructure.



Long Term Solution:  Operational within 1 year of SOW signature.

Allows for specific NPAC design, procurement, testing, training, documentation, monitoring, SLR compliance, and final implementation.   
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Business Need:


When a BDD file is distributed, the number of records that are included in the file is not known.  In order to ensure that the file was completely generated and received intact, a record count for the file should be included.


Since the NPAC is considered the database of record, alternatives such as counting the lines in the BDD file to compare it to what is currently in the LSMS are not considered genuinely accurate since the number of records could match, yet the content could be different.  Even a small difference in the pool block BDD file can make a significant impact on the network, because of the 1000-to-1 representation.  Therefore it is prudent to take steps to eliminate errors before processing the BDD files.  This could include creating a record count or “snapshot” of the file contents when the BDD file is created.  This will provide a reference point to compare to the BDD files received.  Currently, there is no way to validate the record counts in the BDD files as they are received, thereby ensuring data integrity.

Description of Change:


This change order would add a record count to the BDD file.  Since the BDD file contains detailed information on a row-by-row basis, the count would have to be added in either the file name or in a comment record, depending on the technical implementation.

There may be backward-compatibility issues that need to be discussed and resolved.

The requested record count would apply to all five file types (SPID, NPA-NXX, dash-X, LRN, NPB, SV).

In the case of delta BDDs, which are run from the NPAC GUI, the same principal(s) would be applied for the record count



1. 

2. 

3. 

4. 

Requirements:


1. 

2. 

3. 

Req 1
Service Provider BDD Record Count Indicator


NPAC SMS shall provide a Service Provider BDD Record Count Indicator tunable parameter which defines whether a Service Provider supports the commented record count information in their BDD Files.


Req 2
Service Provider BDD Record Count Indicator Default


NPAC SMS shall default the Service Provider BDD Record Count Indicator tunable parameter to FALSE.


Req 3
Service Provider BDD Record Count Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider BDD Record Count Indicator tunable parameter.

Updates (larger font blue italics) to Appendix E of the FRS.

Appendix E.  Download File Examples


The NPAC can generate Bulk Data Download files for Network Data (including SPID, LRN, NPA-NXX and NPA-NXX-X), Subscription Versions (including Number Pool Blocks) and Notifications. 


All fields within files discussed in the following section are variable length.  The download reason in all “Active-like” download files is always set to new.  The download reason in all “Latest View” download files is set to the appropriate download reason based on activation/modification/deletion activity.  ASCII 13 is the value used as the value for carriage return (CR) in the download files.  

All Time Stamps contained within the download files and SMURF files, and file names are in GMT (Greenwich Mean Time).  Files that contain three timestamps reference the time the files is created, and start and end time range.  When the time range is not specified, the default start timestamp is 00-00-0000000000 and the default end timestamp is 99-99-9999999999.


The record count information will be added to the end of the BDD files.  It will start with a pound sign (#) followed by the number of data records in the file.  For example, if there are twenty-two (22) LRN records in the file, the 23rd line would contain a pound sign, a space, and the number 22.  The record count information will only be included in the BDD file if the Service Provider’s BDD Record Count Indicator is set to TRUE.

Assumptions:


1. 

2. 

3. 

4. None.

IIS


No Change Required.

GDMO


No Change Required.

ASN.1




No Change Required.
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